B

5300 Family
Handbook

Revision 22.1.3

Prime.

A Prime Company

DOC10356-1LA



5300 Family Handbook

First Edition

George Gove

This manual documents the software operation of the PRIMOS operating
system on 50 Series computers and their supporting systems and

utilities as implemented at Master Disk Revision Level 22.1.3

(Rev. 22.1.3) and 23.0 (Rev. 23.0).

Prime Computer, Inc., Prime Park, Natick, Massachusetts 01760



i

The information in this document is subject to change without notice and should not be
construed as a commitment by Prime Computer, Inc. Prime Computer, Inc., assumes no
responsibility for any errors that may appear in this document.

The software described in this document is furnished under a license and may be used or
copied only in accordance with the terms of such license.

Copyright © 1990 by Prime Computer, Inc. All rights reserved.

PRIME, PRIME, PRIMOS, and the Prime logo are registered trademarks of

Prime Computer, Inc. 50 Series, 400, 750, 850, 2250, 2350, 2450, 2455, 2550,

2655, 2755, 2850, 2950, 4050, 4150, 4450, 5310, 5320, 5330, 5340, 6150, 6350,

6450, 6550, 6650, 9650, 9655, 9750, 9755, 9950, 9955, 995511, DISCOVER,

PRIME EXLNET, Prime INFORMATION CONNECTION, PRIME/SNA, PRIME EXL,
PRIME EXL MBX, MBX, INFO/BASIC, MIDAS, MIDASPLUS, PERFORM,
PERFORMER, PRIFORMA, PRIMAN, Prime INFORMATION, INFORM, PRISAM,
Prime INFORMATION PLUS, PRIMELINK, PRIMIX, PRIMENET, PRIMEWAY,
PRODUCER, PRIMEWORD, Prime INFORMATION EXL, Prime INFORMATION/pc,
PRIME TIMER, RINGNET, SIMPLE, PT25, PT45, PT65, PT200, PT250, and PST 100
are trademarks of Prime Computer, Inc. PrimeService is a service mark of

Prime Computer, Inc.

Printing History
First Edition (DOC10356-1LA) September 1990 for Revisions 22.1.3 and 23.0

Credits

Project Support: Tony Pasquino, Sheldon Gringorten, Phil Camann, Brian Neill,
Ken White, Greg Steinberg, Laurent Coudrelle, Ken Gartner

Fred Bahrenburg
Editorial: Mary Skousgaard
Hlustration: Carol Smith
Production: Judy Gordon

J



How to Order Technical Documents
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Warning

This equipment generates and uses radio frequency energy and if not installed and used
properly, i.e., in strict accordance with the instructions manual, may cause harmful
interference to radio communications. It has been tested and found to comply with the
limits for a Class A computing device pursuant to Subpart J of Part 15 of FCC rules,
which are designed to provide reasonable protection against such interference when
operated in a commercial environment,

Operation of this equipment in a residential area is likely to cause interference, in which
case the user at his own expense will be required to take whatever measures may be
required to correct the interference.

This equipment has been tested and found to comply with the limits for VDE 0871 Class
A computing devices. Any modifications or substitutions to this equipment (particularly
the cables) specified in this manual may invalidate this compliance.

This product meets all the requirements of CSA standard C 108.8-M 1983 for a Class A
digital apparatus.

Ce produit est conforme aux exigences de la norme CSA — C108.8M, 1983 pour les
appareils digitaux de classe A.
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J



Contents

About This Book . .. xi
Other Useful Books. .. xi

Prime Documentation Conventions . . . Xiv

System Overview . .. 1-1

System Logbook . . . 1-1
Computer Room. . . 1-2
System Components. . . 1-3

Central Processing Unit (CPU) ... 1-7
Cache Memory . .. 1-7
Pipeline Architecture ... 1-7
Associative Write Buffer. .. 1-8

Main Memory and Virtual Memory . . . 1-8

Main Memory ... 1-8
Virtual Memory . .. 1-9

Online (Disk) Storage . .. 1-10

Disk Types and Preparation . . . 1-10
= Limitations of Online Storage . .. 1-11

Power System . .. 1-12
Maintenance Processor . .. 1-13

Virtual Control Panel (VCP) ... 1-14

System Status Panel . . . 1-15

Internal Clock . . . 1-15
Operating System . . . 1-16

Time Sharing . .. 1-16

Privileged Users . .. 1-16
Programs ... 1-17

Peripherals . . . 1-17



vi

2 System Slatus Panel . .. 2-1

Purpose of the System Status Panel . . . 2-1
Arrangement of the System Status Panel . . . 2-2

ON/INITIATE SHUTDOWN Button . . . 2-3
ON/INITIATE SHUTDOWN Light. . .24

MASTER CLEAR Button. . . 24

REMOTE ENABLE Button. . . 2-5
REMOTE ENABLE Light...2-6

REMOTE PRIVILEGED Button . . . 2-7
REMOTE PRIVILEGED Light. . . 2-7

PROCESSOR HALT Lights . . . 2-9
Lock/Unlock Key Switch .. .2-9

Summary of System Status Panel Functions . . . 2-11

Using the Supervisor Terminal . . . 3-1

Supervisor Terminal . . . 3-1

Operating Modes of the Supervisor Terminal . . .

Supervisor Terminal (ST) Mode . . . 3-3
Entering ST Mode . . . 3-3

Control Panel (CP) Mode . . .34
Entering CP Mode . . . 3-5

User Terminal (USER) Mode . . . 3-6
Entering USER Mode . . . 3-7
Example of Changing to USER Mode . . . 3-7
Summary of Operating Modes . . . 3-8

Determining Your Terminal Mode . . . 3-9
Customizing Your Prompt . .. 3-9

Securing the Supervisor Terminal . . . 3-10

Controlling Supervisor Terminal Output . . . 3-10
ST Operating Mode . . . 3-10
CP and USER Operating Modes . . . 3-10
Output Modes . .. 3-11
Changing Output Modes . . . 3-11
Changing to Interleave Mode . . . 3-12
Changing to Ignore Mode . . . 3-12
Changing to Buffer Mode . .. 3-13

Recording Supervisor Terminal Activity . .. 3-13

Local and Remote Ports . .. 3-14
Local 1 Port...3-15
Local 2 Port...3-15
Remote Port . .. 3-16
User Port . ..3-17

3-2

J

J



Using RESUS ... . 3-17
Enabling and Disabling RESUS ... 3-17
Precautions When Using RESUS ... 3-18

System Startup . . . 4-1

Automated Startup . . . 4-1
Starting the System From CP MODE .. . 4-2
Monitoring the Startup Procedure . . . 4-3

Actions After System Startup . . . 44
Enabling User Login (MAXUSR). .. 4-5
Adding Remote Partitions (ADDISK) .. . 4-6
Starting Subsystems . . . 4-7
Calculating Universal Time . . . 4-9

System Configuration and Startup Files . . . 4-10
System Configuration File . . . 4-11
System Startup File . .. 4-13

Problems During Startup . . . 4-17

Problems Detected by the Maintenance Processor . .

Problems With the Configuration or Startup Files
Alternative Startup Methods . . . 4-20

5 System Shutdown . . . 5-1

Preventing Logins . . . 5-1

Warning the User Community . . . 5-2
Contacting Local Users ... 5-2
Contacting Remote Systems . . . 5-3

Shutting Down Subsystems . . . 5-3 .
Shutting Down the Batch Subsystem . .. 5-3
Shutting Down the Spooler Subsystem . . . 54
Shutting Down FTS ... 5-5

Forcing Logouts . . . 5-6

Shutting Down PRIMENET . . . 5-8
Shutting Down DSM . .. 5-8

Shutting Down PRIMOS . . . 5-9
Shutting Down Equipment . . . 5-10
Example of a System Shutdown. . . 5-10

.4-17
...4-18

Emergency Shutdown Caused by Sensor Checks . .. 5-13

Board Sensor Shutdowns . . . 5-14

Airflow Sensor Shutdowns . . . 5-15

Example of an Emergency Shutdown . .. 5-15
Software Sensor Shutdowns . . . 5-15

vii



6 Handling Halts and Hangs . . . 6-1

General Procedure for Handling Halts and Hangs . . . 6-1
Identifying Halts and Hangs . . . 6-2

Hang Symptoms. . . 6-3

Halt Symptoms . . . 6-3
Types of Halts . . . 64

Forced Shutdown Halts . . . 6-5

Trapped Halts . . . 6-6

ECCU Halts ... 6-7

Immediate Halts . . . 6-7

Recovering From Halts and Hangs While Booting . . . 6-8
Recovering From Hangs Under PRIMOS .. . 6-8

Recovering From Halts Under PRIMOS . .. 6-10
Recovering From Forced Shutdown Halts . . . 6-14
Recovering From Trapped Halts . . . 6-14
Recovering From ECCU Halts . . . 6-14
Recovering From Immediate Halts . . . 6-15

Warm Starts . . . 6-15

Cold Starts . .. 6-17

Tape Dumps . .. 6-18
Full Tape Dumps . . . 6-19
Partial Tape Dumps . .. 6-20
6250-bpi Tape Dumps . . . 6-26

7 Using the VCP. .. 7-1

Typical Uses of the VCP...7-2
VCP Special Characters . .. 7-2
VCP Mode Specifiers . . . 7-2
VCP Device . ..7-5
VCP-to-CPU Registers . . . 7-5

Sense-switch Settings . . . 7-6
Sense-switch Meaning When the CPU Is Stopped . . . 7-7
Sense-switch Setting During Booting . . . 7-10
Sense-switch Setting While Running PRIMOS . . . 7-10
Sense-switch Setting During System Test and Maintenance . . . 7-12
Setting the Sense-switch Register . . . 7-12
Displaying the Sense-switch Setting . . . 7-14

viii

J



8 vcp commands. .. 8-1

A

Dictionary of VCP Commands . . . §-2

Alternative Bootstraps ... A-1

Boot Changes at Rev. 20. .. A-1

Boot Option Words . . . A-2
Format of the BOOT Command . . . A-3
Constructing the Boot Option Word . . . A-4
Examples of Constructing Boot Option Words . . . A-7
Data Switch Options . . . A-8

Booting PRIMOS From Disk . . . A-9
Standard Boots of PRIMOS . . . A-9
Booting Without the CONFIG and PRIMOS.COMI Files . . . A-13

Booting MAKE Standalone . . . A-17
Procedure for Booting MAKE Standalone . . . A-18
Example of Booting MAKE Standalone . . . A-18

Booting COPY_DISK Standalone . . . A-19
Procedure for Booting COPY_DISK Standalone . . . A-20
Example of Booting COPY_DISK Standalone . . . A-21

Booting T&M Programs . . . A-22

Creating a Boot Tape . . . A-23
Procedure for Creating a Boot Tape . . . A-23
Example of Creating a Boot Tape . . . A-24

Booting From Tape . . . A-25
Recovering From a System Crash . . . A-27
Recreating a System . . . A-31

Converting Nonsplit Paging Partitions . . . A-35
Letting PRIMOS Convert a Nonsplit Paging Partition . . . A-36

Preboot Program . . . A-38
Meanings of the Boot Device Switch Values . . . A-39

BOOT Program on Disks and Tapes . . . A—43

PRIMOS Cold-start Messages . .. B-1

Disk and Tape Boot Errors ... B-1
PRIMOS Messages . .. B-2

Maintenance Processor Messages ... C-1

Informational Messages . .. C-1
Warning Messages . . . C-7
Error Messages . . . C-9

ix



D Remote Diagnostics . .. D-1

Enabling Remote Diagnostics . . . D-1
Setting the Password . . . D-2
Enabling the Remote Port . . . D-3
Turning Control Over to the Remote User . . . D4

Disabling Remote Diagnostics . . . D5
Performing Remote Diagnostics . . . D-5

E ups support. .. E-1

UPS Operation . . . E-1
System Shutdown Due to Low Battery . . . E-2

Index

J



About This Book

The 5300 Family Handbook provides procedures for startup, shutdown, and
general operation of 5310™, 5320™, 5330™, and 5340™ computer systems. This
handbook is intended primarily for use by operators working in both
computer-room and office environments.

Before reading any of the chapters, familiarize yourself with the conventions
used in this book by reading the last section of this preface, Prime
Documentation Conventions. These conventions are used throughout 50
Series™ documentation.

Other Useful Books

This handbook provides an overview of the tasks you must perform to keep a
Prime® computer operating smoothly. Greater detail about some of these tasks
can be found in the related documentation described below. Some of these books
are intended for the System Operator, some for the System Administrator, and
some for both.

To display an online list of Prime documentation, use the HELP DOCUMENTS
command.

For the System Operator

The PRIMOS User’s Guide (DOC4130-5LA) provides an excellent introduction
to Prime systems. This guide explains the PRIMOS® file management system
and provides introductory and tutorial information about essential commands
and utilities.

After you are familiar with Prime systems, read the Operator’s System Overview,

which outlines the material in the Operator’s Guide series. Then, select the other
books in the series as they apply to the tasks you must perform.

As you learn more about system operations, you will use the Operator’s Guide to
System Commands as a reference for many of the special system commands and
arguments that you, as an Operator, will need to perform your job. It fully
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5300 Family Handbook

documents most of the PRIMOS commands described in the books in the
Operator’s Guide series.

The Operator’s Guide Series

The Operator’s Guide series of books is designed and written to help you, as a
System Operator or a System Administrator of a Prime computer, do your job.
These guides for System Operators are logically divided into eight books to
make them easy for you to use.

Operator’s System Overview (DOC9298-3LA) introduces the series and
describes computer—-room operation of Prime systems.

Operator’s Guide to System Monitoring (DOC9299-3LA) describes how to
monitor system activity, messages, and use.

Operator’s Guide to File System Maintenance (DOC9300-5LA) and its
update (UPD9300-51A) describe the PRIMOS file system and explain
how to format disk partitions, run the disk partition maintenance program,
determine physical device numbers, and interpret disk error messages.

Operator’s Guide to the Batch Subsystem (DOC9302-3LA) describes how
to set up, monitor, and control the Batch subsystem.

Operator’s Guide to the Spooler Subsystem (DOC9303-4LA) describes
how to set up, monitor, and control the Spooler subsystem.

Operator’s Guide to System Commands (DOC9304—-5LA) serves as a
reference guide for most of the commands described in the other books in
the series.

Operator’s Guide to Data Backup and Recovery (DOC10324-1LA)
describes how to save information on disk or tape and how to restore that
information when it is needed. The Data Backup and Recovery Guide
(DOC10129-1LA) is the pre-Rev. 23.0 version.

Operator’s Guide to Prime Networks (DOC10114-1LA) and its update
package (UPD10114-11A) and release note (RLN10252-1LA) provide
reference information about running network-related programs and
monitoring network events.

Other Books for the Operator

The following books are also of special interest to System Operators.

Xii First Edition

Operator’s Master Index (DOC10110-4LA) indexes all the Operator and
System Administrator Guides. Consulting this index is often the quickest
way to find which manual has the information you need.
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e MAGNET User’s Guide (DOC10156—-1LA) and its update package
(UPD10156-11A) describe the MAGNET utility, used to transfer data by
magnetic tape from a non-Prime operating system to PRIMOS and vice
versa.

e ICS User’s Guide (DOC10094—1LA) and its update package
(UPD10094-11A) describe the operation of ICS (Intelligent
Communications Subsystem) controllers.

e Using Your 4595 8mm Cartridge Tape Drive (DOC10275-2LA) describes
the use and operation of this tape drive.

For the System Administrator

In addition to the documentation in the Operator’s Guide Series, be sure to read
the System Administrator’s Guide Series, which describes how to set up,
configure, and maintain PRIMOS:

o System Administrator’s Guide, Volume I: System Configuration
(DOC10131-3LA) explains how to build a system and allocate resources.

o System Administrator’s Guide, Volume II: Communication Lines and
Controllers (DOC10132-2LA) and its release note (RLN10132-21A)
explain how to configure communication lines.

o System Administrator’s Guide, Volume III: System Access and Security
(DOC10133-3LA) explains PRIMOS security features and how to prevent
unauthorized use of your system.

o DSM User’s Guide (DOCI10061-3LA) explains how to use the Distributed
Systems Management software, including how to configure and operate
DSM.

These books also provide information for the operator about most of the
commands necessary to operate your Prime system.

Other Recommended Reading

In addition to the books listed above, you may find the following books useful:

e New User’s Guide to EDITOR and RUNOFF (FDR3104-101B) with its
update documents (COR3104-002 and COR3104-001) is a basic reference
for any user of a Prime system and provides information about the Prime
text editor and formatter.

e PRIMENET Planning and Configuration Guide (DOC7532-4LA) and its
update (UPD7532-41A) and release note (RLN10252-1LA) describe how
to plan, configure, and maintain PRIMENET™ software for a system.
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® User’s Guide to Prime Network Services (DOC10115-1LA) and its update
(UPD10115-11A) and release note (RLN10252-1LA) describe networking
services that enable users to access files remotely, transfer files, and log in
to other 50 Series systems on a network.

® Rev. 23.0 Prime Networks Release Notes (RLN10252—-1LA) describes the
Name Server process and the concept of common file system name space.

® NTS User’s Guide (DOC10117-3LA) explains the Network Terminal
Service.

o The 50 Series Technical Summary (DOC6904-2LA) describes the features

of the 50 Series™ systems, including advanced architecture concepts and
the software and hardware products the concepts support.

o The System Architecture Reference Guide (DOC9473-3LA) describes the
internal functioning of all 50 Series computers.

® The Instruction Sets Guide (DOC9474-2LA) provides a.complete listing of
the instruction sets for all 50 Series systems.

o The Assembly Language Programmer’s Guide (DOC3059-3LA) contains
information necessary to write programs in the PMA language and covers
usage of PMA, machine formats, and instructions.

® PRIMOS Commands Reference Guide (DOC4130-7LA) serves as a
reference guide for all PRIMOS user commands.

Prime Documentation Conventions

The following conventions are used throughout this document. The examples in
the table illustrate the uses of these conventions.

Convention Explanation Example

Uppercase In command formats, words in BOOT
uppercase bold indicate the names of
commands, options, statements, and
keywords. Enter them in either
uppercase or lowercase.

Italic Variables in command formats, text, LOGIN user-id
or messages are indicated by lower-
case italic.

Abbreviations  If a command or option has an abbre- LISTREV
viation, the letters of the abbreviation
are underlined.
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Convention

Brackets

Braces

Braces within
brackets

Monospace

Underscore

Hyphen

Ellipsis

Subscript

Explanation

Brackets enclose a list of one or
more optional items. Choose none,
one, or several of these items.

Braces enclose a list of items.
Choose one and only one of these
items.

Braces within brackets enclose a list
of items, Choose either none or only
one of these items; do not choose
more than one.

Identifies system output, prompts,
messages, and examples.

In examples, user input is under-
scored but system prompts and out-
put are not.

Wherever a hyphen appears as the
first character of an option, itis a
required part of that option.

An ellipsis indicates that you have
the option of entering several items
of the same kind on the command
line.

A subscript after a number indicates
that the number is not in base 10.
For example, the subscript 8 is used
for octal numbers.

About This Book

Example

—BRIEF
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ﬁlename}

CLOSE {_ ALL
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- System Logbook

System Overview

This chapter presents a general overview of the components of the 5300
computer system and some basic concepts of operating the system. For a more
detailed description of the architecture, components, and software of Prime
systems, see the System Architecture Reference Guide and the 50 Series
Technical Summary.

The computer system presents three general areas of responsibility for the
System Operator:

e The system logbook
¢ The computer room

e The system itself, which consists of the hardware, the software, and the
peripherals

These areas are discussed in the following sections.

The System Administrator generally establishes a logbook for each computer
system. Although the precise design of the logbook varies from one computer
facility to another, logbooks contain records of all events affecting system
operation.

Operators maintain the logbooks and record in them events that relate to the
computer system. Therefore, you should learn your site’s logbook procedures as
soon as possible.

A logbook should contain sufficient information about system operation and
history to allow a thorough analysis of unusual or undesirable occurrences. Such
occurrences include

e Hardware changes
e System halts

e System hangs
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Computer Room

1-2  First Edition

o Operator errors

¢ Power failures

The logbook should also record significant system conditions or changes,
including

e Hardware configuration
e Disk partitioning
® Backups

e Addition of new users

By recording these events, you can use the logbook to reconstruct the system
history. Logbook records should be detailed enough to enable the System
Administrator or Operator to restore the system to normal status.

When making a logbook entry, always follow three rules:

¢ All entries should include the time and date (including year).

¢ All entries should be signed. The System Administrator or a
PrimeService®™ representative will then be able to check with the
appropriate Operator for clarification or additional information.

e If you are in doubt as to the importance of a particular event, enter it in the
logbook because it may prove valuable later.

Many computer systems require special, restricted-environment rooms in which
to operate. These rooms normally have special air-conditioning equipment to
maintain a constant temperature and humidity. Your system, however, has been
designed to operate successfully in a normal office environment, as well ad ina
special computer room.

As an Operator, you monitor all activity in the computer room. Specific tasks in
the computer room are defined by the System Administrator, but generally, it is
your responsibility is to ensure that the hardware functions properly. Pay close
attention to the following components:

e Air-conditioning units — make sure they are maintaining the temperature
and humidity of the computer room within acceptable limits

e The CPU — make sure it is running to keep the computer operational at all

times
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e Disk drives — keep them online and functioning normally
e Tape drives — clean them on a regular basis

e Printers — clean them on a regular basis and replace their paper and
ribbons

e Modems and multiplex units — make sure they are moving data through
the network

System Components

The term system refers collectively to these components:

e Central Processing Unit (CPU)
¢ Memory (main memory and virtual memory)
e Online storage (disks)

e Maintenance Processor, including the Virtual Control Panel (VCP), the
System Status Panel, and a battery-powered clock

e Operating system (PRIMOS)

e Programs
® Peripherals, including terminals, tape drives, and printers

These components are discussed briefly in the following sections and illustrated
in the following figures.

The 5310 and 5330 systems consist of a Status module and a Logic module. The
Status module contains disks, a tape drive, a floppy disk drive used by the
Maintenance Processor, a blower, and power supplies for those components.
There are no other peripherals with the exception of an optional ICS3 subsystem.
A typical 5310/5330 system is shown in Figure 1-1.

The 5320 and 5340 systems may consist of one or more Logic modules
containing the CPU and the I/O controllers, one or more Device modules
containing the I/O devices (disks and tape drives), and the Status module, which
contains the Status Panel, the floppy disk drive and may contain a tape drive.
These modules are stacked to form the computer system. 5320/5340 medium and
maximum size systems are shown in Figure 1-2 and Figure 1-3.

The Logic module where the CPU is located contains such standard components
as the CPU board including memory and the Maintenance Processor, a
maximum of six input/output (I/O) controller boards, an extended memory
6@!\ board, and power supplies. The 5300 Family systems require less power, less
cooling, and less space than other 50 Series systems.
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Figure 1-1. 5310 and 5330 Systems
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Figure 1-2. 5320 and 5340 Systems
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System Overview

Central Processing Unit (CPU)

The Central Processing Unit (CPU), which is located in a Logic module, is the
part of the computer that executes programs. These programs do not reside in
the CPU, but are referenced by the CPU from main memory. The CPU in all
5300 Family systems uses CMOS (Complementary Metal Oxide Semiconductor)
circuits.

In order for the CPU and the rest of the system to communicate, the CPU is
connected to both the main memory and the I/O controllers.

The CPU incorporates several architectural features that contribute to high
performance. Some of these features, discussed in greater detail below, are
cache memory, a five-stage pipeline architecture, and an associative write buffer.

When the CPU is executing a program, it is said to be running; otherwise, the
CPU is stopped or halted. In general, the program that the CPU is executing is
PRIMOS or programs that PRIMOS controls. However, you can boot
standalone programs that do not require PRIMOS to be running, such as
standalone MAKE, as discussed in Appendix A.

Cache Memory

The CPU includes a special portion of memory known as cache memory. On
machines with virtual memory, the system must constantly translate virtual
addresses into the address of a physical location in memory and then fetch the
data from memory. Cache memory reduces the average time that the CPU
spends accessing main memory by storing frequently used instructions and data
in a fast buffer memory within the CPU.

Cache memory is much faster than main memory because it uses faster RAM
(Random Access Memory). On the 5300 Family, the CPU has a single-set
associative 128KB cache memory. For more information on cache memory, see
the System Architecture Reference Guide.

Pipeline Architecture

The five-stage pipeline architecture of the CPU provides overlapped execution
of instructions, thus allowing five instructions to be in some stage of execution
concurrently in the CPU. This pipeline architecture allows cache access,
instruction decode, effective address formation, virtual memory mapping, and
instruction execution to overlap one another.

Overlapped instruction decoding is performed by a part of the CPU known as the
instruction unit. The instructions are executed by another part of the CPU
known as the execution unit. The instruction unit speeds up execution by
processing as much information as possible about the next instructions before
they are needed.
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While the execution unit is executing an instruction, the instruction unit decodes
the next instruction, calculates what the next address will be, and determines
what registers or memory locations are to be accessed. At the same time, the
instruction unit fetches instructions from cache memory so that they are ready to
be decoded when other instructions are executed. When the execution unit
completes the current instruction, the instruction unit has in most cases
calculated enough information to allow the execution unit to execute the next
instruction without delay.

Associative Write Buffer

Because the cycle time of the CPU is so much faster than main memory, the
system has a fully associative write buffer that stores CPU writes for later
transmission to main memory. Memory writes thus take place in minimum time
(from the CPU’s viewpoint) because the CPU does not have to wait for the full
write cycle to main memory to complete.

Main Memory and Virtual Memory

1-8  First Edition

As with all 50 Series machines, 5300 Family systems are virtual memory
systems. Virtual memory makes a 512Mbyte virtual address space available to
each user. Users can therefore run programs that are larger than the amount of
physical main memory present on the system.

Main Memory

The main memory of the system uses high speed NMOS (N-type Metal Oxide
Semiconductor) and incorporates an ECC (error checking and correction) code
that allows correction of single-bit errors and detection of double-bit errors. The
ECC code, which is in the system’s memory control unit, can thus detect both
correctable (ECCC) and uncorrectable (ECCU) memory parity errors and issue
memory parity checks.

To improve main memory bandwidth, the 5300 Family systems use page mode
memory devices. Page mode allows access to multiple memory words in a single
memory access. When PRIMOS makes a memory reference, the system fetches
two consecutive locations from physical memory in much less time than would
be necessary to fetch each location separately.

Paging: Main memory is divided into 2KB units called pages. The pages
subdivide main memory into pieces that PRIMOS can conveniently and
efficiently manage. Pages, which are the units that are transferred between disk
and main memory, are small enough to be easily manageable, but large enough
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to minimize the number of disk-to-memory transfers necessary to ensure that
data is in main memory when the user needs it. The process of making transfers
between disk and memory is called paging.

Subdividing memory into pages has many other advantages. For example,
PRIMOS replies to all requests for space in the same way because all pages are
the same size. In addition, disk records are the same two kilobytes in size, so
transfers between main memory and disk are simplified.

Information in main memory is lost when power is turned off. If, however, your
system has a backup power supply, the system can continue running without a
cold start. For more information on backup power supplies, see Appendix E.

Virtual Memory

The advantage of virtual memory to the system owner is that it provides the ease
of use of a large memory at the cost of a much smaller amount of hardware. The
advantage to the user is that an address space of almost unlimited size (a
maximum of 512Mbytes) is available to support very large applications without
using overlays.

Virtual memory works in conjunction with main memory and the system disk
storage. PRIMOS uses virtual memory to run a program that is larger than main
memory by moving portions of the program back and forth between main
memory and disk storage. PRIMOS performs this paging operation
automatically. A program that fits into main memory if run by itself may still be
paged out (sent back to disk) by PRIMOS when other users are also running
programs that need memory space.

Segments: Virtual memory is divided into units called segments. Each
segment contains a maximum of 128KB, which is 64 virtual pages of 2KB each.
Segments are logical units, not physical ones, that aid both the user and the
system in organizing virtual address spaces and the information contained there.
For example, users can organize program code in one segment and program data
in a second segment, and can even allow extra room in a program for
variable-length data structures, such as arrays whose dimensions can change
each time the program runs. Segments also allow users to build modular
programs, one module to a segment. PRIMOS uses segments in a similar way to
organize its own code into modules.

The maximum virtual address space of each user is 4096 segments; thus, each
user has a virtual address space of up to 512Mbytes. The 4096 segments are
subdivided into four groups of 1024 segments each, which simplifies address
translation and segment sharing.

In addition, each user address space of 4096 segments is divided into shared and
unshared space. The first 2048 segments are shared with all other users. The
operating system, shared libraries and application programs, and shared
subsystems, which use the first 2048 segments, are therefore visible to all users.
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The second 2048 segments are private, containing information unique to each
user. Thus, if two users both reference segment 40003, they are specifying
completely different physical locations.

The arrangement of shared and unshared segments has several advantages:

¢ One user’s private space cannot conflict with that of another user.

¢ Only one copy of PRIMOS and the shared system software needs to be
maintained, thus reducing memory use.

¢ PRIMOS is embedded in the virtual address space of each user and is
directly accessible via a normal procedure call. Thus, no interrupts, special
supervisor calls, or system traps are necessary when the user accesses
PRIMOS or any utility or library residing in the shared space.

For more information on virtual memory, see the 50 Series Technical Summary
or the System Architecture Reference Guide.

Online (Disk) Storage
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To provide for data that must be maintained even when system power is turned
off and to accommodate large volumes of data, your system uses online storage,
or disks. Disks store much larger quantities of data than main memory can, and
they retain the information whether the power is on or off. '

The CPU can execute only programs that are in main memory. Therefore,
PRIMOS reads programs and data into main memory from disk when they are
needed for execution. PRIMOS also writes changes to the data onto the disk
during execution, if the program so requests. PRIMOS is designed so that users
need not be concerned with how these transfers to and from disk are
accomplished.

PRIMOS also uses disk storage for virtual memory operation, which is described
above.

Disk Types and Preparation

All 5300 Family systems are shipped with Fixed-Media Disks (FMDs), also
referred to as Winchester disks. An FMD consists of a number of disk surfaces
(collectively called a disk pack) that are permanently sealed within the disk
drive.

The disk drive contains all of the circuitry and equipment required to manipulate
data on the disk pack at the request of the CPU. The disk surfaces, which are not
removable, contain the actual data. The surfaces are made to precise tolerances

and can be made very dense, thus allowing FMDs to store large amounts of data.
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The disk drives on 5300 Family systems may be located in the Device modules
either in the stack with the Logic module containing the CPU or in a separate
stack or in a separate peripheral cabinet. On 5310 and 5330 systems, disks are
located in the Status module. On 5320 and 5340 systems, disks may be located
in a Device module in the stack with the CPU module or in separate Device
module stacks or in peripheral cabinets.

Storage Module Disks (SMDs) are also supported. The major difference
between SMDs and FMDs is that SMDs have removable surfaces.

Unlike main memory, disks must be prepared before being used. This
preparation, called formatting or partitioning, is performed by the Operator with
a utility called MAKE.

For detailed information on disk types, MAKE, and disk formatting, see the
Operator’s Guide to File System Maintenance.

Limitations of Online Storage

Three limitations of disk storage are a slower access rate than main memory,
susceptibility to damage, and the accidental loss of data (for example, when a
user mistakenly deletes a file). Some solutions to these limitations are discussed
in the following sections.

Speed of Data Access: Disk storage not only allows larger volumes of data
to be stored less expensively than main memory, but the data remain intact
whether system power is on or off. The CPU, however, accesses disks much
more slowly than if the data were in main memory.

To solve this problem, PRIMOS has several facilities that keep disk access time
to a minimum, resulting in greater overall performance. These facilities include
LOCATE buffers (also called associative buffers), pseudo-LRU (least recently
used) memory management, and the buffering of physical disk records on
intelligent disk controllers.

Susceptibllity to Damage: To provide high-density data storage and rapid
access to those data, disks are constructed to extremely precise tolerances.
Because of these tolerances and the fact that the disk assembly rotates at a high
speed, even a minor disruption of the disk head or surface can severely damage
the entire disk assembly, resulting in the destruction of the data on the disk.

When a disk surface is severely damaged, you cannot recover the data on it. In
contrast, data on a damaged magnetic tape can often be recovered because the
tolerances of tape provide larger margins of error. In addition, the tape itself is
pliable, light, and can be cut and spliced, so a disruption rarely results in the loss
of an entire tape or tape drive. For these reasons, tape is an excellent medium for
backing up the data on your disks. Although you cannot eliminate a disk’s
susceptibility to damage, you can reduce the loss of data from such damage by
performing regularly scheduled backups of that data.
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Accldental Loss: Because the PRIMOS file system makes online storage so
convenient, it is easy to delete files and directories. Users sometimes delete or
overwrite important files unintentionally. After a file is deleted, neither you nor
the user can recover that file from the disk. By performing periodic system
backups, you may be able to restore, from a backup, an earlier version of the
deleted file.

Offline backup storage can reduce the incidence of accidental data loss by
deletion or damage to disks. System backups are discussed in the Operator’s
Guide to Data Backup and Recovery.

The power system for the 5300 Family systems can be in one of three possible
states as follows:

State Description

OFF The ON/OFF switch of each power control module
(PCM) and of the power distribution unit (PDU) of any
non—-5300 peripheral cabinet is in the OFF (0) position.

STANDBY AC power is connected to and present at each PCM and at
any PDU of a non—5300 peripheral cabinet, each PCM
and PDU ON/OFF switch is in the ON (1) position, each
PCM READY indicator is lit (green), and the
ON/INITIATE SHUTDOWN indicator on the Status
module is off (dark).

OPERATIONAL AC power is connected to and present at each PCM and at
any PDU of a non—-5300 peripheral cabinet, each PCM
and PDU ON/OFF switch is in the ON (1) position, each
PCM READY indicator is lit (green), and the
ON/INITIATE SHUTDOWN indicator on the Status
modaule is lit or flashing (green).

The OFF state exists only when the system is initially shipped or when someone
intentionally turns each PCM ON/OFF switch and any PDU ON/OFF switch to
the OFF position, such as when a PrimeService representative is servicing the
system.

The STANDBY state exists just prior to pressing the ON/INITIATE
SHUTDOWN button to start the system and boot PRIMOS and after the system-
is shut down.

The OPERATIONAL state exists between the time the ON/INITIATE

SHUTDOWN button is pressed to start the system and the time that the system
achieves a shutdown.
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Thus, the power system will be in the OPERATIONAL state the majority of the
time. It will be in the STANDBY state whenever the system is shut down such
that the CPU is not running, and will rarely, if ever, be in the OFF state.

Maintenance Processor

All 5300 Family systems contain a Maintenance Processor (also called a
Diagnostic Processor), located on the CPU board in a Logic module. The
Maintenance Processor, which is actually a small computer, contains its own
CPU (which is much smaller than the system CPU); its own operating system,; its
own file system (consisting of a floppy diskette in the Status module); its own set
of system messages (listed in Appendix C); and its own set of commands (called
VCP commands, listed in Chapter 8). As long as the power system is in the
STANDBY state, the Maintenance Processor is waiting to start the system. In
addition, the Maintenance Processor can be running even when PRIMOS is shut
down.

The Operator communicates with the Maintenance Processor through a software
interface (the Virtual Control Panel) and through a hardware interface (the
System Status Panel). They are described in following sections.

The Maintenance Processor performs such tasks as the following:

e Verifying system components
¢ Booting PRIMOS and other bootable programs

¢ Controlling the supervisor terminal (that is, acting as an interface between
the supervisor terminal and the CPU)

° Controlling the CPU, regardless of whether PRIMOS is running
¢ Monitoring environmental sensors and power supplies

¢ Shutting down the system in an orderly manner in emergency situations,
such as during power failures or when excessive temperatures exist in the
CPU module

¢ Logging Maintenance Processor error messages in its History File, which
is located on the floppy diskette drive

¢ Communicating with an optional Uninterruptible Power Supply (UPS)

e Allowing remote diagnostics

For information on using the Maintenance Processor for remote diagnostics, see
Appendix D.
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Virtual Control Panel (VCP)

The Virtual Control Panel (VCP) is the software interface between the
Maintenance Processor and the Operator. (The VCP is called virtual because in
some older Prime machines, many VCP software functions were performed by
switches and knobs on a physical control panel.) The term VCP is often used as
a synonym for the Maintenance Processor.

User terminals are in effect connected to the system CPU, and therefore operate
only when PRIMOS is running. In contrast, the supervisor terminal is connected
to the VCP, which in turn is connected to the system CPU. Thus, you can still
use the supervisor terminal even when the CPU (and PRIMOS) is stopped.
Through the VCP, you can also control the system CPU when PRIMOS is
running. When the CP1> prompt (instead of the OK, prompt) is displayed at the
supervisor terminal, you are communicating with the VCP, not with PRIMOS.

Because the supervisor terminal (including the VCP) controls the system, use of
the supervisor terminal should be restricted to the System Administrator,
Operators, and other key personnel.

VCP Functions: Chapter 7 lists the reasons for which system Operators
would use the VCP. In general, though, you use the VCP for these purposes:

e Booting PRIMOS (described in Chapter 4)
e Handling halts and hangs of PRIMOS (described in Chapter 6)

® Monitoring and controlling the CPU, independent of PRIMOS (described
below and in Chapters 7 and 8)

o Switching terminal modes (described below and in Chapter 3)

Monitoring and Controlling the CPU: The VCP allows you to use VCP
commands to communicate directly with the CPU, independent of PRIMOS.
When you are using the VCP, the supervisor terminal is in CP (Control Panel)
mode and you can issue VCP commands. See Chapter 8 for complete
information on VCP commands; for a description of CP mode, see Chapter 3.

Switching Terminal Modes: When PRIMOS is running, the supervisor
terminal is logged in as a server process named SYSTEM, which has the user
number 1. This mode is called ST (Supervisor Terminal) mode. As User 1 at
the supervisor terminal, the Operator is a privileged user, with the power to
perform special functions such as setting the system date and time, sending
broadcast messages, shutting down PRIMOS, and logging out users.

The VCP, however, lets you switch the supervisor terminal to act as a user
terminal, thus allowing you to log in as a regular user. This terminal mode,
known as USER mode, is intended for systems that use a video display terminal
(such as a PT250) as the supervisor terminal and for situations when an Operator
is a regular user who is also responsible for system operation.
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When the supervisor terminal is in USER mode, you can log in with your own
user ID and you will be user number 2. User 1 operates in the background as a
type of phantom.

By pressing the ESC key twice, you can switch directly to CP mode at any time
from both ST and USER modes. All three supervisor terminal modes are
described in Chapter 3.

System Status Panel

The System Status Panel, located in its own module on the right side as you face
5310/5330 systems (Figure 1-1) or at the top of 5320/5340 systems (Figure 1-2
and Figure 1-3), provides three main functions for the Operator:

o The lights are a quick reference to the status of the system. For example, if
the PROCESSOR HALT light is lit, then you know that the CPU has
halted.

¢ The four buttons provide physical control of the Maintenance Processor.
For example, pressing the MASTER CLEAR button is similar to using the
VCP command VIRY.

e The key switch is a safeguard against unauthorized use of the supérvisor
terminal.

For details on the operation of the System Status Panel, see Chapter 2.

Internal Clock

The Maintenance Processor contains an internal, battery-powered clock that
keeps track of the date and time. The time is stored in 24-hour format. At cold
start, you need not use the PRIMOS SETIME command to set the system time,
because PRIMOS automatically picks up the date and time from the internal
clock.

Because the clock is battery-powered, it continues running even when power to
the system is interrupted. When the battery is fully charged, the time is kept
when the system power is out for a maximum of three months. Whenever
system power is available for at least 24 hours, the battery is fully charged.
Unlike previous processor clocks, you cannot program this clock to switch over
automatically to daylight saving time. This feature was not implemented
because of the varying inmplementations of daylight saving time around the
world.
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Although you can set the date and time by using the VCP command SETIME, it
is rarely necessary to do so because the clock is always running, even when the
system power is turned off. To display the date and time, use the DATE
command, which is available both as a PRIMOS command and as a VCP
command.

PRIMOS is the operating system for 5300 Family systems. An operating system
is a group of programs that synchronize the operation of the CPU, memory,
disks, and peripherals. For example, PRIMOS recognizes a command issued by
a user on a terminal, searches for the requested program on the disk, loads that
program into memory, and instructs the CPU to execute the program. Programs
use the operating system to display information on users’ terminals and also to
access and update data on disk.

Time Sharing

PRIMOS is a time-sharing system. A time-sharing operating system allows
many users to use the system simultaneously, even though only one CPU may be
present and only one program can run at a time.

Because of the CPU’s high execution speed, time sharing allows each user to
operate as though the CPU is executing only for that user. For information on
how time sharing works under PRIMOS, see the discussion on process exchange
mechanism in the System Architecture Reference Guide.

Privileged Users

PRIMOS recognizes three types of users as privileged users: the supervisor
terminal user, the System Administrator, and certain designated users.

The most privileged user in PRIMOS is the person who is using the supervisor
terminal. This person is usually the System Operator. PRIMOS recognizes the
supervisor terminal user as a special user, named SYSTEM. User SYSTEM is
always logged in and is always user number 1. (Other users on the system have
numerically higher user numbers.) When using the supervisor terminal, the
Operator can perform functions that regular users cannot, such as logging out
other users, sending messages to all users at once, and shutting down the system.
The Operator’s Guide to System Commands details the commands that are
available to the System Operator.
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Another privileged user is the System Administrator. Some of the privileges of
the System Administrator include adding users to the system, changing user
passwords, and setting priority ACLs on partitions. For complete information on
the privileges and responsibilities of a System Administrator, see the three
volumes of the System Administrator’s Guide.

The System Administrator can designate regular users to have certain privileged
rights. For example, a regular user who is a member of the ACL group
.SPOOL_ADMINISTRATORS can start, modify, and stop printer environments
with the PROP command. Other regular users with special privileges are Project
Administrators and Batch Administrators, both of whom are appointed by the
System Administrator.

The major purpose of an operating system is to execute programs. Some of
these programs, such as DISCOVER™ and Prime INFORMATION™, are
applications programs provided by Prime. PRIMOS provides a flexible
environment in which users may also write and develop such programs.

Some parts of PRIMOS, such as external commands, can be considered separate
programs. PRIMOS external commands invoke programs that are stored in the
top-level directory named CMDNC0. When you issue the COPY command, for
example, you are invoking the program named COPY.RUN in CMDNCO0.

All 5300 Family systems support many industry-standard programming
languages that allow users to tailor applications closely to specific needs. CPL,
the PRIMOS command processing language, is also available.

Most Prime languages support a standard Prime procedure call to make
references from one procedure to another. This control transfer standard means
that the user can call procedures written in one language from those written in
another. Thus, one basic routine can be used in many different situations without
communications problems.

Many languages are supported by the Prime Source Level Debugger (DBG) and
many can also access the MIDASPLUS™ and PRISAM™ data management
products. The EMACS screen editor also provides language modes to support
program formatting for several compilers.

Strictly speaking, disks are peripherals. Because they are considered integral
parts of a Prime computer system, however, disks are discussed above as
components of the system.
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Peripherals include these devices:

e User terminals

® Magnetic tape drives

o Parallel printers and serial line printers, including letter quality printers
¢ Plotters

e CAD/CAM work stations

¢ PRIMENET™ Node Controller (PNC, for RINGNET™)

For details on the operation of peripheral devices, consult the manual that was
provided with the device, such as the PT250 User’s Guide.

J
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The Operator controls the system by using two components:

® The System Status Panel, which is the subject of this chapter.

C e The supervisor terminal, either in CP mode or ST mode. The supervisor
' terminal is described in Chapter 3.

Both the System Status Panel and the supervisor terminal are connected to the
Maintenance Processor, which in turn communicates the Operator’s instructions

directly to the system CPU.

Purpose of the System Status Panel

The System Status Panel is used by the Operator to perform the following
functions. These functions are described in the next sections.

¢ Turn on or turn off power to the system. Turning on power also initiates the
startup procedure for PRIMOS. The ON/INITIATE SHUTDOWN button

controls the system power.

¢ Reinitialize the entire system when a major error (such as a hang) has
stopped the system or prevented it from starting. Reinitialization (called a
Master Clear) is controlled by the MASTER CLEAR button and clears
errors from the Maintenance Processor and the CPU.

e Allow the system to be controlled from a remote terminal, so that a
PrimeServiceS™ representative can perform diagnostic tests from an off-site
office. The REMOTE ENABLE and REMOTE PRIVILEGED buttons
control this remote function.

® Disable the MASTER CLEAR button and both REMOTE buttons, and
prevent the supervisor terminal from being switched to another mode (for
example, from USER mode to ST mode). The key switch, when set to the
locked position, accomplishes these functions, thus preventing
unauthorized use of both the System Status Panel and the supervisor

(6@‘ terminal.
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The System Status Panel, which is located on the front of the system either at the
right side (5310/5330 systems) or on the top (5320/5340 systems) in the Status
module, contains the following controls and indicators. (See Chapter 1 for
illustrations of the systems and Figure 2-1 for an illustration of the Status Panel.)

¢ Four push buttons that control the main functions of the system. The
buttons are labeled ON/INITIATE SHUTDOWN, MASTER CLEAR,
REMOTE ENABLE, and REMOTE PRIVILEGED. Except for the
MASTER CLEAR button, each button has a light indicator that shows the
status of that button.

e Two light indicators labeled PROCESSOR A HALT and PROCESSOR B
HALT. (The PROCESSOR B light is always off.)

A key switch, labeled with padlock icons, works in conjunction with the
switches of the Status Panel. The key switch is described at the end of this
chapter. The Status module also contains the floppy diskette drive. Do not
remove the floppy diskette because it is required by the system at cold start to
perform diagnostic testing and for logging error messages.

The buttons are labeled by text and by icons. The icons have these
interpretations:

Label Meaning of Icon

Key switch ' Padlocks that are locked and unlocked.

ON/INITIATE SHUTDOWN Combination of O for ON, | for OFF,
and * for INITIATE.

MASTER CLEAR Symbol = means to reinstate to initial
condition or reset to zero.

REMOTE ENABLE One terminal looking over the shoulder
of the second terminal.

REMOTE PRIVILEGED Two terminals separated a little more;
step back — paternal approach.

PROCESSOR A HALT Symbol / is a processor so / means

PROCESSOR B HALT / /

halted or disconnected. Processors are
designated by letters, A and B, and by
the number of symbols (1 or 2) shown
in the icon above the processor
symbol.
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Figure 2-1 shows the arrangement of the System Status Panel. Table 2-2, later in
this chapter, provides a quick reference to the meanings of the REMOTE
ENABLE and REMOTE PRIVILEGED lights, and Table 2-3 summarizes the
functions of the System Status Panel buttons and lights, as well as the key
switch.

The buttons and indicators are described in detail in the remaining sections of
this chapter.

' L02.01.D10356.1LA

Figure 2—-1. System Status Panel

ON/INITIATE SHUTDOWN Button

The ON/INITIATE SHUTDOWN button controls the power supplies to all
devices in the Logic and Device modules and in any peripheral cabinets. This
button has two functions: ON and INITIATE SHUTDOWN. Which function is
used depends on the present state of the power system when you push the button
and whether PRIMOS is running.

e [f the power system is in the STANDBY state, pushing the ON/INITIATE
SHUTDOWN button changes the power system to the OPERATIONAL
state and automatically boots PRIMOS from disk drive 0 on controller
address 263 (the ON function).

e If the power system is in the OPERATIONAL state and PRIMOS is halted,
(@ pushing the ON/INITIATE SHUTDOWN button changes the power system
- to the STANDBY state.
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WARNING

o If the power system is in the OPERATIONAL state and PRIMOS is
running, pushing the ON/INITIATE SHUTDOWN button tells the
Maintenance Processor to shut down PRIMOS in an orderly manner (the
INITIATE SHUTDOWN function) and changes the power system to the
STANDBY state. However, it is recommended that you shut down
PRIMOS with the SHUTDN ALL command (as described in Chapter 5)
before pressing the ON/INITIATE SHUTDOWN button.

Power is still supplied to the CPU board, the PCMs, and any peripheral cabinet PDUs
when the power system is in the STANDBY state. (See Chapter 1.) Set all PCM and any
PDU ON/OFF switches to the OFF (0) position to change the power system to the OFF
state.

ON/INITIATE SHUTDOWN Light

The ON/INITIATE SHUTDOWN button has a green light that indicates the
status of the system power, as follows:

e When the light is on, the system is operating.

¢ When the light is flashing, the Maintenance Processor is in the process of
shutting down the system.

® When the light is off, the power system is in STANDBY and the system is not
running.

MASTER CLEAR Button
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The MASTER CLEAR button
¢ Reinitializes the system by clearing errors from the Maintenance Processor
and the CPU
e Disconnects all remote users on the system
e Halts the CPU
e Turns on the PROCESSOR HALT light

e Places the supervisor terminal in CP mode

The effect of a Master Clear is as severe as using the VCP command VIRY. The
major difference is that you cannot use the VIRY command while the system is

running, whereas the MASTER CLEAR button works regardless of the state of
the CPU.
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You typically use the MASTER CLEAR button when the system is hung and
you cannot halt the CPU with the VCP command STOP. For more information
on hangs and halts, see Chapter 6.

REMOTE ENABLE Button

The REMOTE ENABLE button, which works in conjunction with the REMOTE
PRIVILEGED button, is intended for use with a remote terminal that is
performing remote diagnostics. The remote terminal is usually located in the
office of your PrimeService representative, who must dial in to the modem
connected to the Maintenance Processor’s remote port. When the remote
terminal user dials in, the remote terminal is considered to be active.

In general, use the REMOTE ENABLE button only when your PrimeService
representative dials in —for example, to perform system test and maintenance
activities.

Pressing the REMOTE ENABLE button has the following effect on a remote
terminal.

o If the remote terminal is not active (that is, the remote user has not dialed
in), pressing the REMOTE ENABLE button enables the remote port. When
the remote user subsequently dials in, he or she is prompted for the
Maintenance Processor’s password, which is set by the VCP command
PASSWORD. (For details on PASSWORD and the password procedure,
see Chapter 8.)

e If the remote terminal is active (that is, the remote user has dialed in),
pressing the REMOTE ENABLE button enables the remote terminal and
the remote user is prompted for the password.

e If the remote terminal is active and already enabled (but not privileged),
pressing the REMOTE ENABLE button disables and disconnects the
remote terminal.

e If the remote terminal is active, enabled, and privileged (with the
REMOTE PRIVILEGED button), and the local supervisor terminal
(Local 1) is enabled, pressing the REMOTE ENABLE button disables and
disconnects the remote terminal, and privileges the local supervisor
terminal.

If the local supervisor terminal is disabled, pressing the REMOTE
ENABLE button does not affect the remote terminal connection,

Table 2-1 summarizes the effect of pressing the REMOTE ENABLE button. The
status of the remote terminal is indicated by the lights on the two REMOTE
buttons and is summarized in Table 2-2.
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When the remote terminal is active and enabled but not privileged, it monitors
your system by displaying on its screen all the output to your supervisor
terminal. At the same time, input from the remote terminal is displayed on both
your supervisor terminal and on the remote terminal, with the input delimited by
angle brackets (< >). To make the remote terminal function as the supervisor
terminal, you must push the REMOTE PRIVILEGED button after the remote
terminal is active and enabled.

The REMOTE ENABLE button serves the same function as the VCP command
ENABLE :3. (For the ENABLE command, see Chapter 8.)

Table 2—1. Effect of Pressing the REMOTE ENABLE Button

Remote Terminal is Remote Terminal be- Comment
comes

Not active Enabled Remote user prompted for
password upon dialing in.

Active Enabled Remote user prompted for
password.

Active + enabled Disabled + disconnected

Active + enabled + privileged Disabled + disconnected No effect on remote
terminal if Local 1 terminal
not already enabled.

REMOTE ENABLE Light

The REMOTE ENABLE light, which is amber and is located on the REMOTE
ENABLE button, works with the REMOTE PRIVILEGED light to indicate the
status of the remote terminal, as described below. Table 2-2 summarizes the
meanings of the REMOTE lights.

e When the light is off; the remote port is disabled and no remote terminal is
dialed in.

e When the light is glowing steadily, the remote port is enabled, either with
the REMOTE ENABLE button or with the ENABLE :3 command.

e When both this light and the REMOTE PRIVILEGED light are blinking,
the remote terminal is active (has dialed in), but is disabled (is not
monitoring the system). This is how you can tell that the remote user has
dialed in and is waiting for you to enable the remote terminal.

e When this light is blinking but the REMOTE PRIVILEGED light is off; the
remote terminal is active and enabled, but not privileged. The remote
terminal is monitoring the system.
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e When this light is glowing steadily and the REMOTE PRIVILEGED light
is blinking, the remote terminal is active, enabled, and privileged and is
functioning as the supervisor terminal.

REMOTE PRIVILEGED Button

The REMOTE PRIVILEGED button determines whether an enabled, active,
remote terminal functions as the supervisor terminal or only as a monitoring
terminal. (For the remote terminal to be enabled, you must have previously
pushed the REMOTE ENABLE button or used the ENABLE :3 VCP command.)

When a remote terminal is privileged, it is functioning as the supervisor terminal.
You should privilege a remote terminal only when you are certain that the remote
user is a PrimeService representative.

Pressing the REMOTE PRIVILEGED button affects an active remote terminal
as follows:

e If the active remote terminal is enabled (with either the REMOTE
ENABLE button or the ENABLE :3 command), pressing the REMOTE
PRIVILEGED button privileges the remote terminal and it therefore
functions as the supervisor terminal. The user of the remote terminal can
issue VCP commands or PRIMOS operator commands. Your local
supervisor terminal acts only as a monitoring terminal. When a remote
terminal is functioning as the supervisor terminal, it is active, enabled, and
privileged.

o If the active remote terminal is already privileged, pressing the REMOTE
PRIVILEGED button removes privilege and the remote terminal becomes
an enabled terminal. The remote terminal remains enabled until you disable
it with either the REMOTE ENABLE button or the DISABLE :3
command.

The REMOTE PRIVILEGED button serves the same function as the VCP
command PRIVILEGE :3. (For the PRIVILEGE command, see Chapter 8.)

REMOTE PRIVILEGED Light

The REMOTE PRIVILEGED light, which is amber and is located on the
REMOTE PRIVILEGED button, works with the REMOTE ENABLE light to
indicate the status of the remote terminal, as indicated below. Table 2-2
summarizes the meanings of the REMOTE lights.
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The REMOTE lights indicate the status as follows:

e When the REMOTE PRIVILEGED light is off; the remote terminal is not
privileged. Whether it is active and/or enabled depends on the status of the
REMOTE ENABLE light.

e When the REMOTE PRIVILEGED light is glowing steadily, the remote
port is enabled and privileged, but the remote user has not dialed in.

® When this light is off and the REMOTE ENABLE light is blinking, the
remote terminal is active and enabled, but is not privileged. The remote
user has dialed in and is monitoring your system.

e When both this light and the REMOTE ENABLE light are blinking, the
remote terminal is active, but is disabled and not privileged. This is how
you can tell that the remote user has dialed in and is waiting for you to
enable the remote terminal.

e When this light is blinking and the REMOTE ENABLE light is glowing
steadily, the remote terminal is functioning as the supervisor terminal.
Input from the remote terminal is processed by the CPU and output is sent
to the remote terminal.

Note that the remote port can be active (someone can dial in to the modem)
before it is enabled (with either the REMOTE ENABLE button or the VCP
command ENABLE :3), and it can be enabled before it becomes active. The
remote port has to be both active and enabled before it can be privileged with the
REMOTE PRIVILEGED button or with the VCP command PRIVILEGE :3.

Table 2-2. Status of Remote Port/Terminal as Indicated by Remote
Lights

REMOTE REMOTE Status of Remote Port/Terminal
ENABLE  PRIVILEGED

Off Off Disabled and inactive.
(Remote port is disabled and no remote user is dialed
in to the modem.)

On Off Enabled and inactive.

(Remote port is enabled, but no remote user is dialed
in.)

On On Enabled, inactive, and privileged.
(Remote port is enabled and privileged, but no remote
user is dialed in.)
Blinking off Enabled, active, and nonprivileged.

(Remote port is enabled and remote user is dialed in,
but remote terminal is not privileged and is only
monitoring the system.)
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Table 2-2. Status of Remote Port/Terminal as Indicated by Remote
Lights (continued)

REMOTE REMOTE  Status of Remote Port/Terminal
ENABLE  PRIVILEGED

Blinking Blinking Disabled and active.
(Remote user is dialed in, but the remote port is not
enabled.)

On Blinking Enabled, active, and privileged.
(Remote user is dialed in and the remote port or
terminal is enabled and privileged, and thus
functioning as the supervisor terminal.)

PROCESSOR HALT Lights

The PROCESSOR A HALT light indicates the status of the CPU. (The
PROCESSOR B HALT light is always off.)

e When the PROCESSOR A HALT light is off; the CPU is running. (When
the CPU is running, it is executing whatever program you booted, which in
most cases is PRIMOS.)

e When the PROCESSOR A HALT light is on, the CPU has halted and is not

running. This light always comes on when you push the MASTER CLEAR
button.

Note that a system halt causes the PROCESSOR A HALT light to turn on; a
hang does not. Therefore, one indication that a hang has occurred is that the
PROCESSOR A HALT light is off but the system does not respond to
commands from the supervisor terminal or from user terminals. For details on
halts and hangs, see Chapter 6.

Lock/Unlock Key Switch

The two-position lock/unlock key switch is located on one end of the System
Status Panel, next to the Prime logo. Figure 2-2 shows the key switch.
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The key switch enables or disables the MASTER CLEAR, REMOTE ENABLE,
and REMOTE PRIVILEGED buttons, as follows:

¢ When the switch is in the the unlocked padlock position, pushing any of
these buttons has the desired effect.

® When the switch is in the the locked padlock position, pushing these
buttons has no effect.

The key switch does not affect the operation of the ON/INITIATE SHUTDOWN
button, but it does prevent you from using the button to boot PRIMOS because
the Maintenance Processor would not perform the necessary initialization
operations.

Turning the key switch counterclockwise to the locked padlock position also
locks the supervisor terminal in the current terminal mode (CP mode, ST mode,
or USER mode) and prevents anyone from shifting the supervisor terminal
among these modes. When the supervisor terminal is locked in CP mode, no one
can change the state of the system with VCP commands, because the only VCP
commands that are accepted are DATE, DIRECTORY, HELP, and LISTREV.
Attempting to use other VCP commands while the key switch is in the locked
position causes the Maintenance Processor to display this message:

DPM301: Can’t while key switch is locked.

Use this security feature when you have to leave the supervisor terminal
unattended and unauthorized users have access to the terminal. Turn the key
switch clockwise to place it in the unlocked position.

= Prime]
FIFTY SERIES “
5340

e

Figure 2-2. Key Switch
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Summary of System Status Panel Functions

Table 2-3 summarizes the System Status Panel functions described in this

chapter.

Table 2-3. System Status Panel Functions

Button, Light, or Key Switch

Function

ON/INITIATE SHUTDOWN

MASTER CLEAR

REMOTE ENABLE

REMOTE PRIVILEGED

PROCESSOR HALT

Lock

Unlock

If power is off, turns on power to all modules and
automatically boots PRIMOS. If power is on and
PRIMOS is running, shuts down PRIMOS in an
orderly manner and turns off power to all modules.
When the green light on the button is lit, the module
(including the CPU) has power.

Halts the CPU, clears errors from the CPU and
peripheral controllers, and places the supervisor
terminal in CP mode.

Enables or disables a remote terminal. An enabled,
active, remote terminal monitors what is displayed on
the supervisor terminal. (The remote terminal will not
function as supervisor terminal until the REMOTE
PRIVILEGED button is subsequently pushed.) Same
as the ENABLE :3 command.

Makes a dialed-in and enabled remote terminal
function as the supervisor terminal. (The remote
terminal must have been enabled previously with the
REMOTE ENABLE button or the ENABLE :3
command.) The normal supervisor terminal cannot
execute commands, but can only monitor what is
displayed on the remote privileged terminal. Same as
the PRIVILEGE :3 command. If the remote terminal is
already privileged, pushing this button removes
privilege and returns it to an enabled local terminal.

If lit, the CPU has halted and the supervisor terminal is
in CP mode. If off, the CPU is running.

Disables the MASTER CLEAR, REMOTE ENABLE,
and REMOTE PRIVILEGED buttons, but not the
ON/INITIATE SHUTDOWN button. Locks the
supervisor terminal into the current mode and disables
all VCP commands except for DATE, DIRECTORY,
HELP and LISTREV.

Enables the MASTER CLEAR, REMOTE ENABLE,
and REMOTE PRIVILEGED buttons, and all VCP
commands.
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As discussed in Chapter 2, you can interact with the system by using the physical
controls of the System Status Panel. This chapter discusses how you can use the
supervisor terminal to control the system by issuing PRIMOS commands and
VCP commands.

Supervisor Terminal

The supervisor terminal is the main link between you and the system’s many
programs and devices. You use it for giving instructions to various parts of the
C@a system and for receiving and recording information from the system.

The supervisor terminal is not directly connected to the system CPU, but is
instead connected to the Maintenance Processor, which allows the supervisor
terminal to function as a supervisor terminal, a user terminal, or a virtual control
panel (VCP). These three operating modes are summarized in Table 3-1 and are
discussed in detail in the sections that follow.

Caution  Your system has a Terminal Break security feature that prevents unauthorized users from
accessing the supervisor terminal. This security feature (enabled with the VCP command
BREAKON and disabled with the VCP command BREAKOFF) works in conjunction
with the VCP command PASSWORD.

If the Terminal Break feature is enabled and you turn off power to the supervisor terminal
while the system is running, whoever powers on the supervisor terminal is prompted for a
password. That person has three tries to enter the correct password to regain access to the
terminal. (The password is whatever you set with the VCP PASSWORD command.) If
the correct password is not entered, the supervisor terminal locks up and the only way
you can unlock it is to restart the system by using the ON/INITIATE SHUTDOWN
button.
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Operating Modes of the Supervisor Terminal

You can use the supervisor terminal in three different operating modes:

o Supervisor Terminal (ST) mode

¢ Control Panel (CP) mode

e User Terminal (USER) mode
If the key switch is in the unlocked position, you can change back and forth
between modes. The following sections describe the functions of each mode as
well as the methods for changing from one mode to another. Table 3-1

summarizes these three modes. Table 3-2, later in this chapter, summarizes the
procedures for changing from one mode to another.

Table 3-1. Supervisor Terminal Operating Modes

Mode Function
Supervisor Terminal Used for administrative and operations work when you
ST) must issue operator commands.

No login is necessary because the supervisor terminal is
always logged in as SYSTEM with the user number 1.
When you are logged in with your user ID while in USER
mode, SYSTEM is still logged in.

OK, and ER! are the default system prompts for ST mode.

You can use any PRIMOS command, including operator

commands.
User Terminal Used when you are doing work as a regular user, not as an
(USER) operator.

The terminal functions as a regular user terminal, and you
have only those rights granted to other nonprivileged us-
ers.

The first time you change to USER mode, you must log in
by using the LOGIN command with your user ID. If,
however, you were previously logged in in USER mode
and shifted to another mode, you do not have to log in
when you shift back to USER mode.

OK, and ER! are the default system prompts for USER
mode.

You can use only PRIMOS user commands.

I
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Table 3-1. Supervisor Terminal Operating Modes (continued)

Mode Function

Control Panel Used when the supervisor terminal must act as a virtual

CP) control panel for the computer (for example, when
PRIMOS halts or hangs).

CP mode is mainly used to boot the system, perform tape
dumps, and shift between ST and USER modes.

No login is required.

CP1> is the prompt for CP mode.

You can use only the VCP commands, which are ex-
plained in Chapter 8.

Supervisor Terminal (ST) Mode

When PRIMOS is running, the normal mode of operation for the supervisor
terminal is Supervisor Terminal (ST) mode. Only in ST mode can you control
the system by using the PRIMOS operator commands required for system
monitoring and maintenance. For example, you can use the MAXUSR and
SHUTDN commands only from ST mode. You can, of course, also use any
PRIMOS user command. Operator commands are documented in the Operator’s
Guide to System Commands, and user commands are described in the PRIMOS
Commands Reference Guide.

While the supervisor terminal is in ST mode, the terminal displays system
messages and Maintenance Processor messages that are not displayed on user
terminals. These messages inform you of changes in the system’s status, such as
when disk errors occur or when the Batch subsystem processes a Batch job.

ST mode is available only when PRIMOS is running. If PRIMOS is not running,
the only available mode for the supervisor terminal is Control Panel (CP) mode.

In ST mode, you cannot use the LOGOUT command and log out User 1.

Entering ST Mode

When you cold start PRIMOS, the supervisor terminal is automatically set to ST
mode and logged in as a server named SYSTEM with user number 1.
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Note  Although there can be only one User 1 on the system, any number of users can be logged
in with the user ID of SYSTEM, if such an ID exists in the SAD. These other SYSTEM
IDs are differentiated from User 1 because their user numbers are higher than 1.

From ST mode, you can change to CP mode by pressing the <ESC> key twice,
or you can change to USER mode by first changing to CP mode and then using
the VCP command MO USER. Each change is described in the section for the
appropriate mode.

If you have changed from ST mode to another mode, you can return to ST mode
by using one of the following procedures:
o To return to ST mode from CP mode, use the VCP command MO ST:

CP1> MO ST

e To retumn to ST mode from USER mode, first press the <ESC> key twice
to change to CP mode and then use the VCP command MO ST:

OK, <ESC><ESC>
CP1> MO ST

Note that you do not get the PRIMOS OK, prompt after you use the MO ST
command. Instead, PRIMOS waits for you to enter a command. You do not have
to log in because you are already logged in as User 1 (SYSTEM).

Control Panel (CP) Mode

When you set the supervisor terminal to CP mode, you can use the VCP
commands described in Chapter 8. Some of these VCP commands perform
functions similar to those performed by the buttons on the System Status Panel,
such as booting, stopping the CPU, and performing a Master Clear. Other VCP
commands are intended to be used to perform technical procedures by your
PrimeService representative.

Here are some reasons for using CP mode:

e Booting PRIMOS (by using the BOOTP or BOOT commands)

e Switching the supervisor terminal between ST mode and USER mode (by
using the MO USER and MO ST commands)

¢ Handling halts and hangs, including performing crash tape dumps (with the
TAPEDUMP or PARTIAL_TAPEDUMP commands) and warm starting
PRIMOS (with the WARMSTART command)
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When you are in CP mode, you are communicating with the Virtual Control
Panel (VCP). The Virtual Control Panel is so named because the earliest Prime
computers had physical control panels with toggle switches and rotary knobs.
Later Prime computers replaced this physical control panel with a
processor-driven “virtual” control panel. The VCP now uses software commands
to perform many of the functions that were previously done by manipulating
physical switches.

CP1> is the prompt for CP mode. The letters CP in the CP1> prompt stand for
Control Panel; the number 1 indicates that the terminal is connected to the
Maintenance Processor’s Local 1 port.

By using the VCP command PRIVILEGE (explained in Chapter 8), you can make
another terminal function as the supervisor terminal, while the normal supervisor
terminal acts only as a monitoring terminal. The other terminal can be either a local
terminal connected to Local 2 port (in which case its CP mode prompt is CP2> instead of
CP1>), or it can be a remote dialed-in termninal (in which case its prompt is CP*>). For
details on the Local 2 and remote ports, see the section titled Local and Remote Ports,
later in this chapter.

Entering CP Mode

The supervisor terminal is automatically set to CP mode (and the CP1> prompt is
displayed) whenever PRIMOS is not running. PRIMOS would not be running,
for example, if you shut it down (with the SHUTDN command) or if it stops
unexpectedly because of a halt. (Chapter 6 provides instructions on using VCP
commands to deal with halts.)

If PRIMOS is running, you can enter CP mode from either ST mode or USER
mode by pressing the <ESC> key twice:

OK, <ESC><ESC>
CpP1>

The CP1> prompt indicates that the terminal is connected to the Local 1 port and
can accept only VCP commands. No login is required.

From CP mode, you can return to ST mode (assuming PRIMOS is running) by
using the MO ST command or to USER mode by using the MO USER
command.
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User Terminal (USER) Mode

USER mode can be used by any system that has a video display terminal (such
as a PT200) as the supervisor terminal. Using a hard-copy terminal in USER
mode is not advised because many programs (such as EMACS) depend on a
video screen for output.

Note USER mode is available only if Local 1 port is privileged and the supervisor terminal line
is connected to the Maintenance Processor’s spare port. See the section titled Spare Port,
later in this chapter, for the hardware requirements for using USER mode.

USER mode is intended for systems on which the System Operator is also a
regular user, because work performed in ST mode (as User 1) slows down
system response for other users more than if the same work were performed in
USER mode (as User 2). This occurs because User 1 has a higher priority than
nonprivileged users and therefore is served by PRIMOS more often. Thus, an
Operator in ST mode using EMACS to edit a large file uses more CPU and I/O
time from PRIMOS than if the Operator were in USER mode.

A supervisor terminal in USER mode acts as a regular user terminal, which
means that

® You can enter USER mode only when PRIMOS is running and users are
allowed to log in.

¢ You must log in as a regular user.

¢ You are logged in as user number 2. User 1 (SYSTEM) continues to run in
the background as a server (a type of phantom). The STATUS USERS
command would show that User 1 is still logged in.

¢ You cannot use PRIMOS operator commands (such as MAXUSR,
ADDISK, or SHUTDN) that can be issued only in ST mode.

¢ By default, informative messages to User 1 are inhibited. Therefore, you
can use the terminal to work without disruptions.

¢ You should log out after finishing your work in USER mode. (If you are in
ST mode, you cannot use the LOGOUT command to log out User 1.)

When you enter USER mode, you must log in by typing the LOGIN command
and your user ID unless you had previously been in USER mode and had logged
in at that time. When you are in USER mode, you can switch to another mode
and then reenter USER mode without logging in again provided you did not
previously log out of USER mode.

To protect against unauthorized access to the supervisor terminal when it is in
USER mode, place the key switch on the System Status Panel in the locked
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position and remove the key. Without the key, no one can change the terminal
back to ST mode during your absence.

Entering USER Mode

You can enter USER mode only if PRIMOS is running and if the key switch is in
the unlocked position. Use this procedure to enter USER mode from ST mode:

1. Press the <Esc> key twice to enter CP mode. The CP1> prompt is
displayed.

2. At the CP1> prompt, enter the MO USER command. After this step, you
do not receive the PRIMOS OK, prompt; instead, PRIMOS waits for you
to enter a command.

3. Use the LOGIN command to log in.

Be sure to ignore Step 3 if you were previously in USER mode, changed to
either CP mode or ST mode without logging out, and then changed back to
USER mode. In this case, you are still logged in and PRIMOS restores your
environment to what it was before you changed modes, as the following example
demonstrates.

Example of Changing to USER Mode

As an example of changing supervisor terminal modes, suppose that you decide
to switch from ST mode to USER mode to edit a file. You then decide to switch
to ST mode to send a message to all other users on the system and then return to
USER mode to continue your work exactly where you left off. The following
steps show how this is done:

1. Change from ST mode to CP mode by pressing the <ESC> key twice:

OK, <Esc><Esc>
CP1>

2. Use the MO USER command to enter USER mode, log in as a user (in this
example, the user ID is GEORGE with a password of SECRET), and
invoke the editor. (The password is not echoed on the terminal, but is
shown in the display below for clarity.) Note that after you enter the MO
USER command, the terminal does not display a prompt; however, you are
communicating with PRIMOS:

CP1> MO USER
LOGIN GEORGE
Password? SECRET
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3. In

GEORGE (user 2) logged in Friday, 13 Jul 90 09:36:48.
Welcome to PRIMOS version 23.0

Copyright (c¢) Prime Computer, Inc. 1990.

Last login Wednesday, 11 Jul 90 11:43:40.

OK, ED

INPUT
Now is the time for all

the middle of your editing session (after typing the word all), you realize

you forgot to send a message to all users about the unavailability of the
system printer. You change to ST mode and send a system bulletin:

Now is the time for all<Esc><Esc>

CP1> MO ST

OK, MESSAGE ALL -NOW -FORCE

The printer is out of order. May be fixed by 3 pm.

OK,

4, Return to USER mode and continue your editing:

OK, <Esc><Esc>
CP1> MO USER
Now is the time for all good

Summary of Operating Modes

The following table summarizes the procedures for changing supervisor terminal
operating modes.

Table 3—-2. Procedure for Changing Supervisor Terminal

Operating Modes
Modein Mode Procedure
wanted
ST Cp OK, <Esc><Esc>
CpP1l>
(Enter VCP command)
ST USER OK, <Esc><Esc>
CP1l> MO USER
(Log in or enter PRIMOS command)
CP ST  CP1> MO ST

(Enter PRIMOS command)
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Table 3-2. Procedure for Changing Supervisor Terminal
Operating Modes (continued)

Modein Mode Procedure
wanted
Cp USER CP1> MO USER

(Log in or enter PRIMOS command)

USER ST OK, <Esc><Esc>
CP1l> MO ST
(Enter PRIMOS command)

USER Cp OK, <Esc><Esc>
CPl>
(Enter VCP command)

Determining Your Terminal Mode

To determine the mode of the supervisor terminal, check the system prompt:

f e If the CP1> prompt is displayed, you are in CP mode.
e If the OK, prompt is displayed, you are in either ST mode or USER mode.

If you are in either USER mode or ST mode, use the STATUS ME command:

¢ In ST mode, STATUS ME displays information about all system users.

e In USER mode, STATUS ME displays information only about your user
ID.

Customizing Your Prompt

Use the RDY command to change the OK, prompt to one of your choosing. A
customized prompt helps you keep track of your terminal mode. The following
example shows how to change your USER mode prompt to SYSA_User> with
the RDY command while in USER mode.

OK, RDY -RB ’'SYSA_User>
SYSA_User>

For details on the RDY command, see the PRIMOS Commands Reference Guide
or the PRIMOS User'’s Guide.
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Securing the Supervisor Terminal

To protect your system’s security, only specially designated people should have ‘

access to the supervisor terminal when it is in ST mode.

If you leave the supervisor terminal unattended and want to protect it against
unauthorized use, set the terminal to USER mode, turn the key switch on the
System Status Panel to the locked position, and remove the key. This procedure
locks the supervisor terminal in USER mode, which prevents anyone from
shifting the terminal to CP or ST modes.

You can also use the BREAKON feature described in Chapter 8 under the VCP
command BREAKON and discussed in the Caution on the first page of this
chapter.

Controlling Supervisor Terminal Output

The system displays messages at the supervisor terminal in different ways
depending on the operating mode the supervisor terminal is in and depending on
which output mode the terminal is in. The three supervisor terminal output
modes are

e Buffer mode
¢ Interleave mode

e Ignore mode

ST Operating Mode

Whenever the supervisor terminal is in ST mode, it displays system messages
immediately. System messages are those displayed on the supervisor terminal by
the Maintenance Processor or by PRIMOS. PRIMOS messages originate from
subsystems (such as Batch), from users (using the MESSAGE command, for
example), or from PRIMOS itself (such as disk-error messages.) This output
mode, called Interleave mode, is always the output mode when the supervisor
terminal is in ST mode. The supervisor terminal cannot be changed to another
output mode.

CP and USER Operating Modes

When the supervisor terminal is in USER mode or in CP mode, system messages
are not displayed immediately; they are stored in a 384-character buffer and then
displayed at once when you reenter ST mode. This output mode is called Buffer
mode and is the default output mode for CP and USER operating modes.
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Output Modes

By using the VCP command SYSOUT, you can specify the output mode in
which system messages are handled when you are in USER or CP modes:

¢ In Buffer mode, system messages are stored in a buffer and are displayed
only when you are in ST mode. Use the SYSOUT BUFF command. Buffer
mode is the default output mode when you first enter CP or USER mode. If
you change the default output mode with the SYSOUT command, that
output mode becomes the default for USER and CP modes.

¢ InInterleave mode, system messages are displayed immediately at your
terminal interleaved with your normal screen display. Use the SYSOUT
INT command to change to Interleave mode.

® Inlgnore mode, system messages are discarded. Use the SYSOUT IGN
command to change to Ignore mode. (Not recommended.)

The output modes available with each terminal mode and the SYSOUT VCP
command arguments to attain these output modes are summarized here:

Table 3-3. Summary of Output Modes

Operating ~ Output Modes SYsour Where Messages Go
Mode Argument
ST Interleave INT Displayed immediately at
supervisor terminal
CP or Buffer BUFF Held and displayed
USER immediately when in ST
mode
CPor Ignore IGN Discarded (not recom-
USER mended)
CPor Interleave INT Displayed immediately at
USER supervisor terminal

Changing Output Modes

While in CP mode, you can change the output mode for CP and USER mode to
any of the three output modes. In ST mode, Interleave is the only available
output mode. Thus, whenever you put the supervisor terminal in ST mode (either
with a MO ST command or by turning on system power), the terminal is in
Interleave output mode. The setting of the output mode for USER and CP modes
is stored in the Maintenance Processor’s memory and is used whenever you
switch into the these modes.
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Because the setting of the output mode is stored, you can change from ST mode
to USER mode (for example), change back to ST mode, and still have the same
output mode setting when you again return to USER mode. This setting for CP
and USER modes remains in effect until you change it with the SYSOUT
command, reset the VCP with the VIRY command, or turn off power to the
Maintenance Processor.

Changing to Interleave Mode

You may decide that you want to see system messages while you are in USER or
CP mode so that you can respond immediately to any message that requires your
response as the Operator. For example, if a user uses the ASSIGN command to
request that you mount a tape, you do not receive that user’s request until you
return to ST mode.

To change to Interleave output mode (the default is Buffer mode), use the
SYSOUT INT command. This causes system messages to be displayed at your
terminal when you are in USER or CP mode. The messages are interleaved with
the normal screen display you receive as a PRIMOS user. To respond to system
messages, you must change to ST mode.

After you use the SYSOUT INT command, Interleave mode becomes the default
output mode for USER and CP modes until you use another SYSOUT command
or repower the system.

The disadvantage of interleaving is that output to your terminal may appear
garbled. The advantage is that you are immediately aware of any user or system
message that requires your response.

Interleave mode is recommended if you frequently use the supervisor terminal in
USER mode. If you later decide to change back to the default Buffer mode, you
can use the SYSOUT BUFF command at any time.

Changing to Ignore Mode

Use the SYSOUT IGN command to cause system messages to be discarded
when you are in CP or USER mode. After you use the SYSOUT IGN command,
Ignore mode becomes the default output mode for USER and CP modes until
you use another SYSOUT command or repower the system.

Ignore mode is not recommended because if you are in USER mode and an
urgent system message requires that you respond, you will never see the
message. If you do not want to receive system messages while you are in USER
mode, use the default Buffer mode rather than Ignore mode.
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Changing to Buffer Mode

When system power first comes on, the default mode for CP and USER modes is
Buffer mode. If you have changed the output mode to Interleave or Ignore mode,
that mode is retained as the default output for CP and USER modes until you can
change it back to Buffer mode with the SYSOUT BUFF command or until you
repower the system.

If you do not use USER mode very much, Buffer mode is the recommended
output mode. If you use USER mode extensively, Interleave mode is
recommended.

Recording Supervisor Terminal Activity

If your supervisor terminal is a hard-copy terminal, you automatically have a
printed record of all messages sent to the supervisor terminal and of all
commands typed at the terminal. If your supervisor terminal is a video display
unit (VDU) such as a PT250, you have no permanent record of this data unless
you save it in a command output file. (Command output files are also known as
COMOUTPUT or COMO files, after the PRIMOS command that controls them.)

F If you have a VDU and want to keep a COMO file, open the file at cold start

) with the COMOUTPUT command. (User 1, SYSTEM, must be given at least
ALURW access to the directory in which the COMO file resides.) Place the
COMOUTPUT command in the PRIMOS.COMI file immediately after the
CONFIG command in one of two formats:

® To append the terminal output to an existing COMO file, use the
—CONTINUE option of the COMOUTPUT command.

¢ To start a new command output file and overwrite an existing COMO file
of the same name, do not use the ~-CONTINUE option.

For example, the first two commands of a PRIMOS.COMI file may be as

follows:
CONFIG -DATA CONFIG /* Specify CONFIG file
COMOUTPUT SYSTEM.COMO -CONTINUE /* Append output to

/* COMO file

In the above example, SYSTEM.COMO is the name of the COMO file to which
PRIMOS output is appended. If you do not use the COMOUTPUT -NTTY
option, the output is also displayed on the terminal, which allows you to monitor
the startup process as it proceeds.

fﬁ\ The System Administrator (or a designated Operator) keeps the COMO file to a
manageable size so that it does not consume large amounts of disk space. It may
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be your duty to spool, and then delete, this file at regular intervals. If you notice
that the COMO file is large (over 100 records, for example), notify your System
Administrator.

The system COMO file is supported by a 384-character buffer that stores all
messages for User 1. All messages sent to the supervisor terminal by other
processes are directed to this buffer. If messages arrive faster than they can be
removed from the buffer, later messages are lost. (For example, multiple
disk-error messages could cause such a situation.) PRIMOS indicates this
condition with a message such as the following one:

User 1 message buffer overflowed. 20 characters lost.

If such messages appear often, notify your System Administrator. The System
Administrator can reduce message traffic to the supervisor terminal by changing
the LOGMSG directive or by changing the ASRBUF parameters, both of which
are in the system configuration file.

Local and Remote Ports

3-14 First Edition

The supervisor terminal is normally connected to the Maintenance Processor
through an RS-232 serial port called the Local 1 port. When the system is
powered on, the Local 1 port is automatically privileged (that is, the terminal
connected to the Local 1 port becomes the supervisor terminal.) Some VCP
commands can be executed only through the Local 1 port. (For further
information on VCP commands, see Chapter 8.)

The Maintenance Processor also has two other RS-232 serial ports, each of
which you can activate so that the terminal connected to that port becomes the
supervisor terminal.

e A Local 2 port, used to make another local terminal the supervisor terminal

e A remote port, used to make a remote terminal (which has dialed in
through a modem) the supervisor terminal, for purposes of performing
remote diagnostics

All three ports can be active at the same time and can be enabled at the same
time, but only one of these ports can be privileged at any given time.

The terminal connected to the privileged port is the only terminal that can
execute commands; the other two terminals, if enabled, can only monitor the
actions that are being executed at the privileged port. In normal operation, Local
1 port is the privileged port.

You can disable, enable, or privilege a local or remote port by using the VCP
commands DISABLE, ENABLE, and PRIVILEGE. You can also perform the
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Using the Supervisor Terminal

same operations on the remote port by using the REMOTE ENABLE and
REMOTE PRIVILEGED buttons on the System Status Panel.

Before a port can be privileged, it must first be enabled. However, the port can be enabled
before it is active. A port is active when it is physically connected to the Maintenance
Processor, such as with a terminal line or a modem. Both local ports are always assumed
to be active, whereas the remote port is active only when a remote user dials in to the
system through a modem.

The Local 1 port is automatically enabled (and privileged) when the Maintenance
Processor is powered on or reset. The Local 2 port is enabled with the ENABLE :2
command. The remote port is enabled with the ENABLE :3 command or with the
REMOTE ENABLE button on the System Status Panel. When a port is disabled, no
communication between the port and the Maintenance Processor is acted upon. To
determine the state of all ports, use the VCP command STAT.

In addition to the local and remote ports, the Maintenance Processor also has a
spare port, which is generally used for systems using the supervisor terminal as a
user terminal (USER mode). The operation of all four ports is described in the
following sections.

Local 1 Port

The Local 1 port is intended to be connected only to the terminal that serves as
the supervisor terminal. When the Maintenance Processor is powered on or reset
with the VIRY command, the Local 1 port is automatically privileged. When the
Local 1 terminal is privileged and is in CP mode, the CP1> prompt is displayed
after every VCP command on all enabled terminals.

Keep in mind that a few VCP commands can be executed only from the Local 1
terminal. For example, you must use the Local 1 terminal to set a system
password with the VCP command PASSWORD. If you are using another port
and try to execute a command that works only on the Local 1 port, the
Maintenance Processor displays the error message:

DPM205: Can only do from the Local 1 terminal!

Local 2 Port

A terminal connected to Local 2 port operates in much the same manner as a
Local 1 terminal, with two exceptions:

¢ The CP mode prompt is CP2> when the port is privileged.
e A few VCP commands (such as PASSWORD) cannot be executed.
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A Local 2 terminal is intended to be used as the supervisor terminal at a location
removed from the CPU cabinet, such as in an office. The Local 1 terminal is
assumed to be near the CPU module, although both terminals may be placed in
the same area.

Because the Local 2 port is a direct terminal connection (that is, without a
modem), the terminal is always assumed to be active. (A remote terminal, by
contrast, has to be dialed in to a modem before it is considered active.)

To make the Local 2 port the privileged port, use the following procedure:

1. Atthe Local 1 terminal, use the ENABLE :2 command to enable the Local
2 port. You can use the -NOPASS option if you do not want the Local 2
user to be prompted for a system password.

2. If you used the -NOPASS option at step 1, the privileged port’s prompt is
displayed and the Local 2 user will see commands being entered at the
privileged port. If you did not use the -NOPASS option, the Local 2 user is
prompted for a password:

DPM203: Please enter password:

The user has three tries to enter the correct password, or a 40-second
timeout period, whichever comes first. An incorrect password produces the
message ERR205: Incorrect password entered. and another
prompt for the password.

While the Local 2 user is being prompted for a password, the privileged
port cannot enter commands and is considered nonprivileged for that time.
This occurs because the Maintenance Processor is using the main input
queue for the password information and the input queue cannot be
corrupted with input from any other terminal.

3. After the port is enabled, use the PRIVILEGE :2 command at the Local 1
terminal to make Local 2 the privileged port. The CP2> prompt is displayed
on all enabled terminals.

The Local 2, or spare, port can also be used by a PrimeService representative for
testing and maintenance purposes.

Remote Port

The remote port is a full PTT (Post, Telegraph, and Telephone) compliant,
RS-232 port and has support for most types of modems. This port is intended for
use by your PrimeService representative, who will perform remote diagnostics.

Unlike the local ports, the remote port is not active until a remote user has
successfully dialed in through a modem. For details on using the remote port, see
Appendix D and the discussion of the REMOTE buttons and lights in Chapter 2.
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Using the Supervisor Terminal

Because the Maintenance Processor supports the CCITT protocol, it expects the remote
cable input to have the corresponding control signal active. Therefore, the only way you
can connect a cable directly from a terminal to the remote port is by using a modem on
the terminal side.

User Port

The user port is generally for systems that use the supervisor terminal as a user
terminal (USER mode). The MO USER command places the Maintenance
Processor in route-through mode, in which data typed on the Local 1 privileged
port are transmitted directly out to the user port and data received on the user
port are displayed on the privileged port.

This feature means that if the supervisor terminal’s asynchronous line is
connected to the user port, the terminal can function as a user terminal in USER
mode because a virtual connection is made between the privileged Local 1 port
and the user port. Thus, USER mode is available only if Local 1 port is
privileged and only if a terminal line is connected to the user port.

The Distributed Systems Management (DSM) facility allows you to administer a
standalone or networked Prime system. For details on the operation, functions,
and commands of DSM, see the DSM User’s Guide.

A feature of DSM is RESUS, a facility that allows a user terminal to function as
the supervisor terminal. The user terminal becomes the logical supervisor
terminal while the real or physical supervisor terminal functions only as a
monitoring terminal. (The User 1 process is actually assigned to the user
terminal.) The effect is much like privileging a remote terminal with the VCP
command PRIVILEGE :3 or the REMOTE PRIVILEGED button.

When the supervisor terminal is acting as a monitoring terminal, it echoes the
commands that you type, but it does not execute them. The only two exceptions
are the RESUS -DISABLE and RESUS —-DISABLE -FORCE commands, both

explained below.

Enabling and Disabling RESUS

Before the RESUS facility can be used, you must enable it with this command:

RESUS -ENABLE
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When RESUS is enabled, the default system ready prompt (OK,) and error
prompt (ER!) change respectively to the following prompts:

<nodename>.RESUS_OK>
<nodename>RESUS_ER>

nodename is the name of your system.

After RESUS is enabled, an authorized local or remote user can make his or her
user terminal function as the supervisor terminal by using this RESUS command
format;

RESUS -START [-ON nodename] ,4%\

The RESUS-started user terminal can then issue any PRIMOS operator
command. CP mode is not available at the terminal, however, so VCP commands
cannot be issued.

To disable RESUS on your system after it is enabled (so that the RESUS
—START command does not work), use this command:

RESUS -DISABLE

If a RESUS-started user terminal is functioning as the supervisor terminal, you
can forcibly disable RESUS by using this command:

RESUS -DISABLE -FORCE

The user’s terminal is disabled from functioning as a supervisor terminal and
normal supervisor terminal activity is returned to the physical supervisor

terminal.
)

‘When you forcibly disable RESUS, the User 1 process remains in the most recently
entered subsystem. You can exit the subsystem by using whatever quit command works
with that subsystem.,

Precautions When Using RESUS

Because RESUS creates a special environment, take special precautions when

using RESUS. Avoid using a subsystem (such as EMACS) that takes advantage

of special terminal characteristics. If you do use such a subsystem, the user

terminal must be identical to the supervisor terminal (for example, both must be

PT250 terminals). Otherwise, the terminal may lock because the session echoes

at the physical terminal (that is, the subsystem may send to the supervisor .ﬁﬁ
terminal a special character that may change the setting of the terminal.)

)
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You should stop the RESUS session (with the RESUS —STOP command) before
using EMACS or any subsystem with these characteristics, unless you are
positive that the two terminals are of the same type.

Table 34 lists the PRIMOS commands that you should not use during a RESUS
session.

Table 3-4. PRIMOS Commands to Avoid in a RESUS Session

Command Effect of Command

AMLC or It is possible to deassign the line to the terminal. Recover by disabling
SET_ASYNC RESUS at the physical supervisor terminal and reconfiguring the line.

EMACS EMACS is a terminal-specific subsystem. A RESUS session is
echoed at the supervisor terminal and may lock the supervisor
terminal keyboard.

ICE ICE (INITIALIZE_COMMAND_ENVIRONMENT) is an

emergency reinitializing command that resets your command
environment to the login state and resets all terminal prompts to
PRIMOS defaults. If ICE is used within RESUS, the special RESUS
prompts are lost for the remainder of the session and are restored only
when RESUS is next enabled.

LOGOUT If the DSM server is inadvertently logged out while RESUS is being
used on a system, the supervisor terminal function can be temporarily
lost. Restore normal function by disabling RESUS at the physical
supervisor terminal.

NETLINK Your retlink session is switched to the physical supervisor terminal
and will be lost at your terminal. If you enter NETLINK by accident
while using RESUS, disable RESUS at the physical supervisor
terminal and quit the NETLINK session from there.

STOP_DSM  The operation of RESUS itself depends on DSM running on the
system.,

STOP_NET  Issuing STOP_NET on a remote machine eliminates the
communication link RESUS uses and aborts the remote session.

TERM This command allows remote or local system users to customize their
operating environment. Such changes remain in force on the
supervisor terminal when the system returns to local control. Because
others will use the supervisor terminal after you, it is good practice
not to alter the environment at all, either when operating the system
from the supervisor terminal, or from a user terminal through RESUS.

USRASR This command can hang the User 1 process and requires special
recovery procedures.
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This chapter describes the following topics:

e Automated startup

o Starting the systemi from CP mode

® Monitoring the startup procedure, including system startup messages
e Actions to take after system startup

e System configuration and startup files

e Problems that can occur during startup

e Alternative startup methods

Automated Startup

Your system features an automated startup procedure that you initiate by
pressing the ON/INITIATE SHUTDOWN button on the System Status Panel.
During automated startup, the Maintenance Processor automatically initializes
the system and boots PRIMOS.

Use the following automated startup procedure if the power system is in the
STANDBY state. (You can tell that the power system is in the STANDBY state
because the light on the ON/INITIATE SHUTDOWN button is not lit and the
PROCESSOR A HALT light is lit.)

1. Turn on the power to the supervisor terminal.
2. Set the key switch on the System Status Panel to the unlocked position.

3. Push the ON/INITIATE SHUTDOWN button on the System Status Panel.
The lights on the System Status Panel turn on briefly, so that you can check
if they are operational.

4. Turn on power to any disk drives that you may have in a peripheral
cabinet. When the disk drives are ready, the disk ready lights glow steadily.
(Disks in Device modules have power when the power system is in the
STANDBY state and you press the ON/INITIATE SHUTDOWN button.)
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5. Monitor the startup procedure, as explained in the section below,
Monitoring the Startup Procedure.

6. After the automated startup has completed and PRIMOS is running,
perform any additional startup procedures for your site, such as those listed
in the section below, Actions After System Startup.

The automated startup procedure boots PRIMOS from the following:

e The first disk controller serviced by the system (controller address 26g)
o The first disk drive (drive unit 0) on controller 265
e The first (or top) partition, which becomes logical device 0

e The most recent successful version of the PRIMOS runfile, the pathname
of which is in the BOOT_RUN_FILE_TREENAME file in the MFD of
logical device 0 or PRIRUN>PRIMOS.SAVE

Starting the System From CP MODE

4-2  First Edition

If the system already has electrical power but PRIMOS has been stopped, the
supervisor terminal is in CP mode, with the CP1> prompt displayed. In this case,
you can cold start PRIMOS by issuing one VCP command, BOOTP.

If you had previously shut down PRIMOS (with the SHUTDN ALL command)
but did not press the ON/INITIATE SHUTDOWN button, the system
components (including the CPU) still have electrical power. The ON/INITIATE
SHUTDOWN and PROCESSOR A HALT lights are lit . The supervisor terminal
is in CP mode and the CP1> prompt is displayed. To start up the system in this
situation, use the following procedure:

1. Make sure that the key switch on the System Status Panel is set to the
unlocked position and that all necessary peripheral devices (including the
supervisor terminal) are turned on.

2. Issue the BOOTP command at the CP1> prompt:
CP1> BOOTP

3. Monitor the automated startup procedure.
4. After system startup, perform any additional startup procedures.

The BOOTP startup procedure is essentially the same as the automated startup
procedure, except that the automated procedure performs more verification and
initialization operations and, therefore takes a little longer. Like the automated
procedure, the BOOTP procedure uses the same devices and files as the BOOT
14114 command.
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Monitoring the Startup Procedure

DPMO00O ;
DPM310:

DPM311.:
DPM312:
DPM313:
DPM308:
DPM314:
DPMOO1:

DPM002:
DPM004 ;

DPM005:
DPM006:

During a system startup, the following five main operations are performed:

1. Power is supplied to all peripheral devices (if you pressed the
ON/INITIATE SHUTDOWN button).

2. Maintenance Processor circuits are tested for correct operation.
3. CPU and controller circuits are tested for correct operation.

4. The CPBOOT bootstrap program, located on the Maintenance Processor’s
floppy diskette drive, is executed. This preboot program loads the
PRIMOS BOOT program from disk into main memory.

5. The BOOT program checks main memory and loads in PRIMOS from the
disk. The loading of PRIMOS into memory is called a cold start,

The startup procedure takes several minutes to complete, depending on the
contents of the PRIMOS system configuration and system startup files. Your
responsibility is to monitor the startup to ensure that it proceeds properly.

During the startup, the supervisor terminal displays messages (from the
Maintenance Processor or PRIMOS) that tell you what the system is doing. The
actual terminal display depends on the system’s configuration, but includes a
series of messages similar to the startup example below.

Maintenance Processor beginning self verification
RAM Verification... PASSED.

16 Aug 90 15:47:04 Thursday

Floppy Disk System Verification... PASSED.
Initializing File System...

Loading Message File... LOADED.

Extended I/0 box available.

Loading Maintenance Processor code. .. LOADED.
Maintenance Processor self verification completed

Microdiagnostics and Control Program

Copyright(C), Prime Computer Inc., 1989, 1990

All Rights Reserved

Proprietary software of Prime Computer, Inc.,

provided under license for use only on a single CPU.

Except as provided under such license this software

may not be transferred, disclosed to third parties

or copied in whole or in part.

Beginning Central Processor system verification, please wait.
Central Processor system verified.

16 Aug 90 15:52:07 Thursday

Beginning Central Processor system initialization, please wait.
Central Processor system initialization completed.

16 Aug 90 15:52:40 Thursday
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DPM006: Central Processor system initialization completed.
16 Aug 90 15:53:57 Thursday

DPMO07: System booting, please wait.

[CPBOOT Rev. 18.0 Copyright (c) 1990, Prime Computer, Inc.]

[BOOT Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]

BOOTING FROM 001060 PRIRUN>PRIMOS.SAVE

Coldstarting PRIMOS, Please wait...

CONFIG -DATA CONFIG

[PRIMOS REV. 23.0 Copyright (c) 1990, Prime Computer, Inc.]

65534K BYTES MEMORY IN USE

Starting up revision 23 partition 7SYSCMD”.

748K bytes wired.

System clock has been initialized.

OK,

When the startup procedure has finished, the PRIMOS OK, prompt appears at
the supervisor terminal. See the section below, Problems During Startup, for
information on some problems that may occur during the startup procedure.

Actions After System Startup

All PRIMOS commands that are required to start your system up and make it
fully operational are usually included in the PRIMOS.COMI system startup file
— for example, commands to share and start subsystems (such as Batch) and to
execute site-specific programs. If, however, those commands are not in the
PRIMOS.COMI file, you must issue them interactively. The following actions
may be required at your site:

o Issue the MAXUSR command to enable users to log in.

e Add remote partitions to the system (if it is on a network and you are not
part of a common file system name space and do not start the Name Server
process).

o Start subsystems, such as DSM, Batch, Spooler, and FTS.
e (Calculate time with the SET_TIME_INFO command.

e Issue the CHAP command to grant special priorities and timeslices to
particular operations.

e Start any additional peripheral devices, such as magnetic tape drives,
dataphone sets on automatic answer, and line printers.

The first four operations are described in the following sections. The CHAP
command is documented in the Operator’s Guide to System Commands.
Instructions for starting peripheral devices are in the manual shipped with each
device.
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The System Administrator should provide you with guidelines about all
additional actions that should be taken after the startup procedure.

Enabling User Login (MAXUSR)

The MAXUSR command sets the maximum number of users on your system and
allows users to log in. Usually the MAXUSR command is in the PRIMOS.COMI
startup file. If it is not, you must issue the command to allow users to log in:

OK, MAXUSR

If you do not specify a numerical argument to MAXUSR, you are allowing as
many users to log in as are permitted by the system configuration. PRIMOS
responds to MAXUSR by displaying the following message at all user terminals
connected to the system:

Login please.
OK,

After you enable user login, users can log in as long as the number of users does
not exceed the current setting of MAXUSR.

To allow only a limited number of users to log in, issue MAXUSR with a
decimal number:

MAXUSR n

n is a decimal number from 0 to the maximum number allowed in your system
configuration. When you use this command, only » users can be logged in at any
one time. To prevent users from logging in, specify n as 0. (For more
information on this form of the MAXUSR command, see Chapter 5 and the
Operator’s Guide to System Commands.)

When you first enter MAXUSR after a cold start, two events occur. First, the maximum
number of users allowed is set (to n if n is specified, otherwise to the number allowed by
the system configuration file). Second, user login is enabled and the login message is sent
to user terminals.

When you enter MAXUSR at any other time, only the first event occurs. That is, the
maximum number of users is set to the number specified by the system configuration (if
n is omitted), or is set to n.
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Adding Remote Partitions (ADDISK)

Remote partitions that are not added to the system by commands in the
PRIMOS.COMI file can be added afterwards with the ADDISK command.
Before using ADDISK, make sure that the network is operational by using the
STATUS NETWORK command.

If your system is part of a common file system name space and you are using the Name
Server process, do not use ADDISK commands to add remote disks. In this case you can
have a maximum of 1260 disks started on your system. See the Rev. 23.0 Prime Networks
Release Notes for further details.

A maximum of 256 partitions can be started on your system. This total can
consist of the following maximum figures: 8 paging partitions, 10 assigned
partitions, and 238 (3553) local and remote partitions accessible through normal
file system operations.

The format to add remote partitions is as follows:

ADDISK diskname-1 [. . . diskname-9] -ON nodename
nodename is the remote system’s name, as listed in the output from the STATUS
NETWORK command. The remote system must be RFA-enabled (Remote File
Access). For example, to add the disks DAISY and CLOVER located on the

remote system named FIELDS, use the following command:

OK, ADDISK DAISY CLOVER -ON FIELDS

You can also invoke CPL programs or COMINPUT (COMI) files that contain a
series of ADDISK commands that add remote partitions. The contents of such a
CPL program, named SYSTEM>REMOTE_DISKS.CPL in this example, would
look like the following:

&SEVERITY &ERROR &IGNORE
ADDISK OPRTNS -ON SYSJ
ADDISK SFTWR1 SFIWR2 -ON SYSK
ADDISK DBMSO DATAP -ON SYSM
SRETURN

To run the program, use the RESUME command, as follows:

OK, RESUME SYSTEM>REMOTE_DISKS.CPL

If the file is a COMI file, use the COMINPUT command instead. For more
information on remote partitions and the ADDISK command, see the Operator’s
Guide to System Commands.
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Starting Subsystems

If some subsystems are not started in the PRIMOS.COMI file, you can start them
after system startup. In either case, messages are displayed at the supervisor
terminal as each subsystem starts up. These messages may not appear
immediately after the command is issued, but may take several minutes to

appear.
The following sections give examples of operator commands for starting various
subsystems, and the messages these commands cause to be displayed at the
supervisor terminal.

Starting Distributed Systems Management (DSM): If DSM is not
started by your system file, PRIMOS.COMI, use the START_DSM command.
The command starts the DSM server (DSMSR), the DSM system manager
(SYSTEM_MANAGER), and the DSM logging process (DSM_LOGGER).
Server processes for other DSM applications start automatically as required.

Startup of DSM displays the following messages:

OK, START DSM
[START_DSM Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
[16 Aug 90 16:05:56 Thursday]

DSM initialisation started.

OK,

*** DSMSR (user 90 on SYSA) at 16:06

DSM Server is now in steady state.

If DSM is started in the PRIMOS.COMI file, the START_DSM command must
come after the ADDISK command that starts up the partition on which DSM*
resides (if the DSM* directory is not on the command partition). In particular,
START_DSM should precede the START_NM, START_NET and
COMM_CONTROLLER commands so that DSM logs event and system
messages when PRIMENET is started and the communications controllers are
downline loaded.

For complete information on DSM, see the DSM User’s Guide.

Starting the Batch Subsystem: Use the BATCH ~START command to
start the Batch subsystem. The command starts the Batch monitor, which initiates
the subsystem by performing a consistency check on the Batch database. When
the Batch monitor finishes this check, it sends messages to the supervisor
terminal indicating that it is in operation:

OK, BATCH -START

[BATCH Rev. 23.0 Copyright (c) 1990 Prime Computer, Inc.]
Monitor started up.

OK,

*** BATCH_SERVICE (user 94 on SYSA) at 10:41

Monitor in operation.
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For details on the Batch subsystem, see the Operator’s Guide to the Batch
Subsystem.

Starting the Spooler Subsystem: Use the following two-step procedure
to start the Spooler subsystem:

1. Use the COMINPUT command to execute the SPOOL.SHARE.COMI file
in the SYSTEM directory. This file shares the segment (2167) used by the
Spooler subsystem and initializes its environment with the PROP
~COLDSTART command:

OK, COMINPUT SYSTEM>SPOOL.SHARE.COMI

2. Use one or more PROP ~START commands to start up the despooler
phantoms that control the printers on your system. You can place the PROP
—-START commands in the SPOOL.SHARE.COMI file. When a despooler
phantom starts up, it displays a message similar to the following example
for printer PRO:

OK, PROP PRO -START

[PROP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]

OK,

*** PRO (user 95 on SYSA) at 10:51
Despooler for PRO ready.

Note

4-8  First Edition

A despooler phantom is a process that removes (despools) a spooled file from
the spool queue and sends it to be printed at the printer that it controls. Despooler
phantoms are also called spooler phantoms or printer environment phantoms. For
details on the Spooler subsystem, see the Operator’s Guide to the Spooler
Subsystem.

If your system has upgraded from a pre-Rev. 21 version of PRIMOS, be sure that the
following three commands are not in the PRIMOS.COMI file. These commands were
necessary for pre-Rev. 21 versions of PRIMOS. The SYSTEM>SPOOL.SHARE.COMI
file shares the Spooler subsystem as of Rev. 21.

SHARE SYSTEM>S$2167 2167
RESUME SYSTEM>S$4000 1/12
SHARE 2020 700

Starting the File Transfer Service (FTS): Use the following procedure to
start the FTS subsystem:

1. Share and initialize FTS by using the COMINPUT command to execute
the SYSTEM>FTS.SHARE.COMI file:

OK, COMINPUT SYSTEM>FTS.SHARE.COMI
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2. Start the FTS manager (named YTSMAN by default) by using the FTOP
—START_MNGR command. The system responds with a message:

OK, FTOP -START MNGR
[FTOP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
Manager YTSMAN phantomed, - user number is 96.

3. When the FTS manager is successfully started up, the system responds
with the following messages:

*%x* YTSMAN (user 96 on SYSA) at 10:53

[YTSMAN Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
*%x* YTSMAN (user 96 on SYSA) at 10:53

YTS manager started.

4. Start the FTS servers by using FTOP -START_SRVR commands. The
following example shows an FTS server starting under the name FTP and
the resulting messages from the system:

OK, FTOP -START SRVR FTP

[FTOP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]

Server FTP phantomed, - user number is 97.

*x% FTP (user 97 on SYSA) at 10:55

10.55.26: [FTP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]

*x* FTP (user 97 on SYSA) at 10:55
10.55.26: FTS Server FTP started up on Tuesday, August 21, 1990

For detailed information on the File Transfer Service, sece the PRIMENET
Planning and Configuration Guide, the Operator’s Guide to Prime Networks,
and the User’s Guide to Prime Network Services.

Other Messages: Certain other messages may appear at system startup.
These messages may reflect changes made by the System Administrator to the
PRIMOS.COMI file. If messages with which you are unfamiliar appear, note
them in the system logbook and ask the System Administrator about their
meaning.

Calculating Universal Time

The SET_TIME_INFO command establishes time information, such as the offset
of standard local time from Universal time (formerly, Greenwich mean time) and
the local applicability of daylight saving time, so that PRIMOS can calculate the
current Universal time. SET_TIME_INFO is optional, and can be issued either
interactively or from the PRIMOS.COMI file. If SET_TIME_INFO is not used,
the local time on your system is not affected.
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The TIMER_PROCESS phantom that actually calculates the Universal time is
started automatically at cold start when the PRIMOS system clock is initialized
by the Maintenance Processor’s internal battery clock.

For more information on the SET_TIME_INFO command, see the Operator's
Guide to System Commands.

System Configuration and Startup Files

4-10 First Edition

During the startup procedure, PRIMOS configures and initializes itself by
reading the system startup file (named PRIMOS.COMI) and the system
configuration file (usually named CONFIG). Both files must be stored in the
CMDNCO directory on logical device 0 (Idev 0).

A successful configuration and initialization of PRIMOS occurs in three steps:

1. PRIMOS opens the PRIMOS.COMI system startup file and reads the
CONFIG -DATA command (which must be the first noncomment line) to
find out the name of the system configuration file. At this point, only this
first command is processed.

2. PRIMOS opens the configuration file, reads all the configuration directives
in it, closes the file, and processes the directives. After this step, PRIMOS
has configured itself.

3. PRIMOS returns to the PRIMOS.COMI file and executes the rest of the
commands in the file to initialize the system.

You can therefore consider a cold start of PRIMOS as consisting of two phases:

o The system configuration phase, when PRIMOS reads the configuration
file and configures itself according to the parameters specified by the
directives in the file.

After this file is processed, PRIMOS is set up and running, but the system
is not completely ready for normal use.

e The system initialization phase, when PRIMOS reads the PRIMOS.COMI
file and initializes the system according to the PRIMOS commands in the
file.

The initialization phase includes such actions as configuring asynchronous
lines, sharing system segments, adding local and remote partitions, and
setting up software products and software subsystems. After system
initialization is completed, you can perform additional startup procedures,
such as those discussed in the section, Actions After System Startup,
earlier in this chapter. Afterwards, the system is ready for use by the user
community.
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Both the system configuration and system startup files are created by the System
Administrator. The files should be appropriately protected and should never be
modified without the approval of the System Administrator.

The next two sections discuss the system configuration and system startup files
and how PRIMOS accesses them.

System Configuration File

Although the system actually opens the PRIMOS.COMI system startup file
before opening the system configuration file, the configuration file is discussed
first because its contents are processed completely before those of the
PRIMOS.COMI file.

The CONFIG -DATA command, which must be the first noncomment line in the
PRIMOS.COMI file, tells PRIMOS the name of the configuration file.

The configuration file must be stored in the CMDNCQO directory on logical
device 0 (1dev 0). The configuration file may have any valid PRIMOS filename,
but is usually named CONFIG.

Contents of the Configuration File: The configuration file contains a set
of configuration directives that tell PRIMOS what parameters it must use to
configure itself at cold start.

The following six directives must be in the configuration file.

¢ COMDEV
e PAGING
e SYSNAM
e NTUSR
e NPUSR
e GO

These essential directives are discussed in the next paragraphs. Note that
beginning at Rev. 22.0, buffers for communications lines are configured by the
CAB command (described later in this chapter). Before Rev. 22.0, these buffers
were set by the AMLBUF, NTSABF, NTSBUF, and REMBUF configuration
directives.

Setting the Command and Paging Partitions: The COMDEYV directive
specifies which partition is the command partition. The command partition has
the logical device number 0 (shown as Idev 0 in the display of the STATUS
DISKS command).

The PAGING directive specifies as many as eight paging partitions. The
arguments to both the COMDEYV and PAGING directives are the physical device
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numbers of the appropriate partitions. See the Operator’s Guide to File System
Maintenance for details on constructing physical device numbers (pdev).

Setting the System Name: The SYSNAM directive, which sets the name
of the system, should be in the configuration file because cold start will not
complete until the system name has been set. If the SYSNAM directive is
missing or invalid, you are prompted during cold start to enter a system name at
the supervisor terminal. There is no default system name, and your system must
have a name, even if PRIMENET is not running. The system name can be
changed only at cold start.

When PRIMENET is started with the START_NET command, PRIMENET
automatically adopts as its own node name the system name that is specified
with the SYSNAM directive. If the -NODE option is used with START_NET,
the node name specified must match the system name specified with the
SYSNAM directive.

Setting Terminal Users: The NTUSR directive sets the number of directly
connected terminal users. You can configure up to 512 (1000g) terminal users.
(This number includes the supervisor terminal.) This directive’s value must be
set to at least the number of terminals connected to the computer, plus one for the
supervisor terminal, Setting the value higher than the number of connected
terminals increases the amount of wired memory required for PRIMOS, thus
causing more paging and some degradation of system performance.

Setting Phantom Users: The NPUSR directive sets the number of phantom
users. You must set the value of NPUSR to at least 4, which is its default value
but you need phantoms for subsystems such as DSM and Batch. (For guidelines
on how many phantoms your system should have, see the System Administrator’s
Guide, Volume I: System Configuration.) If your system is networked, the
configuration file may also contain directives specifying the maximum number
of remote users (NRUSR), slave users (NSLUSR), and NTS users (NTSUSR).

Ending the Configuration File: The GO directive must be the final line of
the configuration file. When GO is reached, the system configuration phase ends.
After the configuration file is processed, PRIMOS is configured. PRIMOS is
successfully running when it displays the first OK , prompt:

[PRIMOS 23.0 Copyright (c¢) 1990, Prime Computer, Inc.]

System clock has been initialized.
OK,

Next, PRIMOS begins system initialization by returning to the PRIMOS.COMI
file and executing all the commands that follow the CONFIG —-DATA command.
For complete information on configuration directives and the system
configuration file, see the System Administrator’s Guide, Volume I: System
Configuration.
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Example of a Configuration File: The following example illustrates a
configuration file. The symbols /* indicate an explanatory comment and must
appear before any comment. Explanatory comments may appear anywhere on a
line; nothing after the /* symbols on the line is processed. All numbers in the
configuration file must be in octal.

/* CONFIG DATA FOR SYSTEM SYSA, REV. 23.0 08/16/90

ASRATE 2010 /* Set 1200 baud rate for system console

SYSNAM SYSA /* Set name of the system

AMLTIM 2 3410 1130 /* Carrier-check time interval is 0.2 sec.,
/* disconnect is 3 min., grace is 1 min.

ASYNC JUMPER 11300 16040 45400 /* Speeds = 4800, 7200, 19200 bps

COMDEV 2460 /* Command device with CMDNCO
PAGING 100461 100661 /* Paging partitions
SYSNAM SYSA /* Set name of the system
NAMLC 3 /* 3 buffers for assignable lines
NTUSR 100 /* 64 (decimal) terminal users
NPUSR 40 /* 32 (decimal) phantom users
NRUSR 10 /* 8 (decimal) remote users allowed
NSLUSR 20 /* 16 (decimal) slave users
NSEG 10000 /* 4096 (decimal) segments
MIRROR /* Allow disk mirroring
WIRMEM /* Size memory for configuration
LOTLIM 3 /* 3 minutes allowed for login
LOGLOG YES /* Enable use of LOGIN while logged-in
LOUTQM 74 /* Auto logout after 1 hr. of inactivity
DISLOG NO /* No logout on terminal or line disconnect
LOGMSG NO /* Do not print login/logout messages
NVMFS 2000 /* VMFA segments for system is 1024 decimal
NLBUF 200 /* 128 (decimal) locate buffers
GO
System Startup File

The PRIMOS.COMI system startup file is a command input (COMI) file that
performs two actions during a cold start:

1. Specifies the name of the configuration file (with the CONFIG -DATA
command).

2. Performs a number of operations necessary to initialize the system (with
various PRIMOS commands). These operations include configuring
terminal lines (SET_ASYNC command), sharing memory segments
(SHARE command), setting buffer sizes for communication lines (CAB
command), adding local and remote partitions (ADDISK and/or
START _NAMESERVER command), and starting subsystems such as
DSM, Batch, the Spooler, the File Transfer Service, and PRIMENET.
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The system startup file must reside in the top-level directory, CMDNCO, and
have the filename PRIMOS.COMI. (The name C_PRMO is obsolete, but is still
supported. If your startup file is named C_PRMO, you should change it to
PRIMOS.COML.) 1t is the responsibility of the System Administrator to create
the PRIMOS.COMI file. Prime ships a template startup file (named
PRIMOS.COMI.TEMPLATE) in the PRIRUN directory.

System operators may modify the PRIMOS.COMI file only if directed to do so
by the System Administrator. If you are asked to modify the startup file and there
is no PRIMOS.COMI file, modify the C_PRMO file and rename it
PRIMOS.COML. If both PRIMOS.COMI and C_PRMO exist, modify
PRIMOS.COMI because PRIMOS.COMI is searched for first.

The PRIMOS.COMI File During System Startup: During startup,
PRIMOS attaches to the top-level directory, CMDNCO (on logical device 0) and
searches for a startup file in the following order:

1. PRIMOS.COML
2. If it does not find PRIMOS.COM], it looks for C_PRMO.

3. Ifitdoes not find C_PRMO, it starts up without the startup and
configuration files by prompting you for the COMDEYV, PAGING,
NTUSR, and SYSNAM parameters. PRIMOS uses default values for the
other directives. For details, see the section titled Problems With the
Configuration or Startup Files, later in this chapter.

PRIMOS reads the system startup file until it finds the CONFIG -DATA
command, which must be the first command in the file. After processing the
configuration file, PRIMOS returns to the startup file and performs the system
initialization phase by executing the PRIMOS commands following the
CONFIG -DATA command.

As PRIMOS reads the system startup file, it displays each line in the file at the
supervisor terminal, unless terminal output is turned off by a COMOUTPUT
~NTTY command in the file.

System initialization is completed when all the commands in the startup file are
executed. After system initialization, you may have to perform additional tasks
before the system is ready for use, as described earlier in the section titled
Actions After System Startup.

COMI Files and CPL Programs Within the Startup File: During the
execution of the startup file, several COMI files are normally invoked with the
COMINPUT command. Prime supplies the COMI files for Prime products, and
these files are usually stored in the SYSTEM directory.

In addition, the System Administrator may also have built COMI files and CPL
programs that are executed from within the startup file.
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Setting the Paging Ratio Within the Startup File: The PAGING
configuration directive specifies the paging partitions and distributes paging
activity across those paging partitions. The default paging ratio for each paging
partition is calculated by PRIMOS at cold start and is based on the size of the
paging partition in relation to the total number of paging records. For example, if
you have two paging partitions and one of them has 15% of the paging records,
then that partition’s paging ratio is 15% (that is, it is used 15% of the time for
paging).

You can, however, fine-tune the paging ratio with the PRIMOS operator
command PRATIO. The PRATIO command lets you change the percentage of
the system’s total paging activity that occurs on each paging partition.

The PRATIO command replaces the PRATIO directive. (If the PRATIO directive
is in the system configuration file, that directive is ignored and a warning

message is displayed.) The PRATIO command can be included in the
PRIMOS.COMI startup file or issued interactively at any time after cold start.

The format of the PRATIO command is
PRATIO percent_1 [...percent_8]

The percent_1 argument is a decimal integer that specifies the percentage of
paging activity that is to take place on the first paging partition. The total of
percentages for all paging partitions must equal 100. If the total of the PRATIO
values does not add up to 100, the system generates an error message. An error
message also is displayed if you have more PRATIO values than there are paging
partitions on the system.

Suppose, for example, that the following is your PAGING directive:
PAGING 100461 100661

By using the following PRATIO command in the PRIMOS.COMI file, you
change the default percentage of paging activity of the two paging partitions so
that the first partition is used 30% of the time and the second 70%:

PRATIO 30 70

If you subsequently issue the PRATIO command with the -DISPLAY option, the
paging ratios are displayed as follows:

OK, PRATIO -DISPLAY
PRATIO values for each paging partition

- - e e e e e = = = = e = = = e = e e e e e R M

Partition $1 PDEV = 111161 PRATIO = 70%
Partition #2 PDEV = 71261 PRATIO = 30%
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Setting Sizes of Line Buffers Within the Startup Flle: Before Rev.
22.0, the sizes of buffers for communications lines were set by the AMLBUF,
NTSABF, NTSBUF, and REMBUF configuration directives. Beginning at Rev.
22.0, these directives are obsolete and the buffers are set by the CAB (Change
Asynchronous Buffers) command.

The CAB command sets the size of the input, output, and (where appropriate)
DMQ buffers for interactive processes. The CAB command allows you to
change buffer sizes at any time the system is running, unlike the old buffer
directives that were effective only at cold start. For details on the CAB command
and on determining buffer sizes, see the System Administrator’s Guide, Volume
II: Communication Lines and Controllers.

Example of a System Startup File: The following example illustrates a
PRIMOS.COMI startup file. The symbols /* indicate an explanatory comment
that is not processed by PRIMOS. The numerical arguments may be in octal or
decimal, depending on the command.

/*System startup file PRIMOS.COMI for SYSA 23.0 08/16/90

CONFIG -DATA CONFIG /* Specify CONFIG file

ATTACH CMDNCO /* Make sure we’re home

COMO PRIMOS.COMO /* Open COMO file to record this startup
DATE /* Print date of this startup

START_DSM /* Start up DSM early

ADDISK 51460 3062 61062 100463 3260 61260 /* Add local disks
/* Async line buffer sizes

CAB -LINE 0 -to 62 -IBS 512 -OBS 512 -DMQS 127 /*Set user lines
CAB -LINE 63 -IBS -0OBS /*Set clockline but not DMQ
SET_TIME_INFO -TZ -0500 -DLST YES /* Set Universal time info
/* Configure AMLC lines with SET_ASYNC commands

SET_ASYNC -LINE 0 -TO 61 -PRO TTY -SPEED CLOCK -DEF

SET_ASYNC -LINE 62 -PRO TTY -LF -DEF -ASGN YES /* LQP printer
SET_ASYNC -LINE 63 -PRO TTYNOP -DEF -ASGN YES -SPEED 300

/* Last AMLC line at 300 baud

START_NET /* Start the network

SHARE SYSTEM>ED2000 2000 /* Share the editor (ED)
START NAMESERVER /* Start the Name Server process
CO SYSTEM>BASICV.SHARE.COMI 7 /* Share BASICV compiler
CO SYSTEM>CBL.SHARE,COMI 7 /* Share COBOL compiler

CO SYSTEM>FORMS.SHARE.COMI 7 /* Share FORMS library

CO SYSTEM>DBG.SHARE.COMI 7 /* Share debugger

CO SYSTEM>INFORMATION.SHARE.COMI 7 /* Share PRIME INFORMATION
CO SYSTEM>ROAM.SHARE,COMI 7 /* Share ROAM before DBMS
CO SYSTEM>DBMS.SHARE.COMI 7 /* Share DBMS

CO SYSTEM>PRISAM,.SHARE.COMI 7 /* Share PRISAM

CO SYSTEM>DISCOVER_DBMS.SHARE.COMI 7 /* Share DISCOVER_DBMS

CO SYSTEM>EMACS.SHARE.COMI 7 /* Share EMACS

CO SYSTEM>FTS.SHARE.COMI 7 /* Share FTS

CO SYSTEM>SPOOL.SHARE.COMI 7 /* Share Spooler

CLOSE 7 /* Close file unit 7
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/* Start up the Batch, Spooler, and FTS subsystems.

/1\'

BATCH -START /* Start up Batch

PROP PRO -START /* Start up the line printer

PROP LQP -START /* Start up the LQP printer

FTOP -START_MNGR /* Start FTS manager YTSMAN

FTOP -START_SRVR FTP /* Start FTS server under name of FTP
MAXUSR /* Allow users to log in

COMOUTPUT -END /* Close startup COMO file

COMINPUT -END /* End PRIMOS.COMI

C@‘\ Problems During Startup

If the startup procedure fails to work as expected, enter a complete description of
the problem in the system logbook (including messages that were displayed at
the supervisor terminal) and inform your System Administrator.

There are two general types of failures.
e Problems detected by the Maintenance Processor

¢ Problems with the configuration or startup files

Both types are explained below.

Problems Detected by the Maintenance Processor

If the Maintenance Processor detects a problem that prevents normal operation
of the system, it displays an error message and halts the startup procedure.
Maintenance Processor error messages are prefixed with an ERR label. These
messages and their causes are listed in Appendix C.

Problems Requiring Your PrimeService Representative: Some ERR
messages indicate a Maintenance Processor failure or a CPU circuit failure that
must be corrected by your PrimeService representative. For example:

ERR116: PRIMOS Boot routine not found.

The explanation for these error messages in Appendix C indicates which errors
require a call to PrimeService.

Problems You Can Handle: You may be able to correct some of these error
conditions, such as the error indicated by the following message:

ERR924: MP clock not valid. Reset to 01 Jan 01 01 :01:01 Su.
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In this case, the Maintenance Processor clock is not valid; thus, PRIMOS cannot
use the date and time provided by the clock.

e Enter the current time for the system with the PRIMOS SETIME command
while in ST mode to enable users to log in. Do so before you issue the
MAXUSR command.

o Set the correct time on the Maintenance Processor clock with the VCP
SETIME command described in Chapter 8.

If no error messages appear at the supervisor terminal, the startup procedure has
stopped for a reason the Maintenance Processor cannot diagnose and a system
hang has occurred. For recovery information, see the section titled Recovering
From Halts and Hangs While Booting, in Chapter 6.

Failure of the system to cold start properly can also indicate an incorrect
sense-switch setting, or boot-option word, or an incorrect system configuration.
Check the sense-switch setting if you used the BOOT command. See Table 4-1
and Appendix A for information on the sense-switch settings and on changing
the system configuration file.

Problems With the Configuration or Startup Files

If the startup problem exists with either the startup (PRIMOS.COMI) or
configuration files, the cause may be one of the following:

e The PRIMOS.COMI (or C_PRMO) file does not exist.

e The first noncomment line of the PRIMOS.COMI file is not the CONFIG
command.

¢ The system configuration file does not exist or is unreadable.
e The system configuration file contains an invalid directive.

e The PRIMOS.COMI file contains an invalid command.

In these cases, the system attempts to boot without the PRIMOS.COMI or
configuration files by prompting you for the COMDEYV, PAGING, NTUSR, and
SYSNAM configuration parameters and using default values for the other
directives. The prompts for the four configuration parameters are as follows:

Prompt Information to enter
Enter COMmand DEVice: pdev of COMDEV
Entexr PAGING device: pdev of one paging device

Enter Number Terminal USeRs: An octal number, say 2

Enter system name: The nodename of the system
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Enter the physical device numbers (pdev) of the command device (COMDEYV)
and a single paging partition (PAGING), the number of terminal users (NTUSR),
and the name of the system (SYSNAM). Keep the information on the physical
device numbers up-to-date in the front of your logbook so it is readily available.
For most systems, these prompts indicate an abnormal condition, such as an
improper installation, inadvertent deletion of the PRIMOS.COMI or
configuration files, or a damaged disk file system.

Supplying these parameters allows PRIMOS to start. You can then use the
nonshared editor, NSED, to create a PRIMOS.COMI file and a configuration
file, if they do not exist, or to modify them, if they do exist. (See Appendix A for
examples of these procedures.) Ask your System Administrator for specific
instructions on the system configuration.

To ensure that PRIMOS is configured and initialized according to your site’s
needs, shut down PRIMOS and reboot with the BOOTP command. Or, if you are
satisfied with the default configuration parameters, you can execute the
PRIMOS.COMI file (to reinitialize the system or to share system software) by
issuing the following command:

OK, COMINPUT CMDNCO>PRIMOS.COMI

Executing the PRIMOS.COMI file after PRIMOS is running produces the same
results as a cold start, except that the system configuration file is not processed.
The file CMDNCO0>CONFIG.CPL, which allows you to execute the
PRIMOS.COMI file without running the configuration file, displays the
following message:

Primos already running, CONFIG command ignored. (CONFIG.CPL)

Invalid Configuration Directives: If the system configuration file contains
an invalid directive, one of the following results typically occurs:

e The invalid directive causes the system to display an appropriate error
‘message, stop processing the system configuration file, and attempt to boot
without it and the PRIMOS.COMI file by prompting for essential values.
Typically, this action results from an error in one of the essential directives
(such as COMDEYV) discussed above. The procedure for this case is
described in the preceding section.

¢ The system ignores the invalid directive (for example, because it is
misspelled) and continues cold start after displaying an appropriate error
message. Correct the directive after PRIMOS is running.

e The system supplies a default value for the directive and continues cold
start after displaying an appropriate error message. In this case, the
directive is valid but the argument is not.
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Take the following steps.
o Correct the directive’s argument after PRIMOS is running
o Reboot if you are not satisfied with the default value of the argument

¢ The invalid directive immediately halts the cold start after an appropriate
error message is displayed. Generally, the invalid directive is AMLBUF,
FILUNT, SMLC, ASYNC JUMPER, or ICS.

o Boot with the 100000 boot option switch (as described in Appendix A)
o Use NSED to correct the invalid directive
o Reboot

Appendix B lists the PRIMOS cold-start error messages and the remedial actions
that you should take. If the error is one that you cannot correct, contact your
PrimeService representative. For more information on configuration directives,
see the System Administrator’s Guide, Volume I: System Configuration.

Invalid PRIMOS.COMI Commands: If the PRIMOS.COMI file contains
an invalid command, the execution of the file generally aborts with an
appropriate error message. You can usually continue the system initialization
phase with this procedure:

1. Check the screen output to determine which command caused the error.

2. Use the COMINPUT —CONTINUE command to resume execution of the
PRIMOS.COMI file.

3. After the file has finished executing, use the STATUS UNITS command to
determine if any files were left open, and if so, close them,

4. Correct the invalid command and reissue it interactively.

For details on operator commands, see the Operator’s Guide to System
Commands or, for subsystems such as PRIMENET, refer to the administrator’s
guide or operator’s guide shipped with the subsystem.

Alternative Startup Methods

For information on alternative startup methods in general and on boot option
words, see Appendix A. For information on determining physical device
numbers, see the Operator’s Guide to File System Maintenance.

Standard Startup: When you use a standard boot of PRIMOS (either the
automated or the BOOTP method), the default sense-switch settings used to start
up PRIMOS produce the boot option word 14114,
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This sense-switch setting tells the system to use the following combination of
devices and programs:

e Use the first disk controller serviced by the system (controller address 26g).
o Use the first disk drive (drive unit 0) on that controller.
e Use the first (or top) disk partition. This partition becomes logical device 0.

e Boot the most recent successful version of the PRIMOS runfile, the
pathname of which is in the file BOOT_RUN_FILE_TREENAME in the
MFD of logical device 0.

Alternative Startup: Occasionally, you may need to start up the system
using a different boot process than the standard boot. For example, if your
system’s main disk drive develops problems, you might want to boot from a
different disk drive, from a different disk drive on another disk controller, or
from a magnetic tape. You may also want to be prompted for the pdev of the
command device, for the pathname of the runfile to be booted, or for the
configuration parameters.

When using an alternative boot procedure, you must change the default
sense-switch setting (that is, the boot option word) and use the BOOT command.
For some methods of bootstrapping, you also need to enter the disk partition’s
physical device number.

Table 4-1, following, lists some common boot option words and their meanings.

Beginning at Rev. 21.0, PRIMOS supports a maximum of eight disk controllers (although
any given system may support fewer controllers). Each controller supports a maximum of
either four or eight disk drives, depending on its type. Therefore, Rev. 21.0 or later
PRIMOS can support a maximum of 64 disk drives. However, you can boot only from
the first four disk controllers and their associated 16 disk drives. See Appendix A for
details on which disk controllers and drives are available for booting.

The general procedure for using an alternative boot procedure is as follows:

1. Determine the boot option word for the device to be booted. This octal
number will be used with the BOOT command. (Appendix A describes
zhow to construct the boot option word.)

2. At the CP1> prompt, issue the SYSCLR command.

3. At the CP1> prompt, issue the BOOT command with the appropriate boot
option word.
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Table 4-1. Commonly Used Boot Option Words

Boot Option  Cntrlr  Drive Partition With  Name of PRIMOS Runfile

Word Address  Unit BOOTFile
14114 263 0  First In BOOT_RUN_FILE_TREENAME
or use PRIRUN>PRIMOS.SAVE
10114 263 0  First Prompt for filename.
114 264 0  Prompt for Prompt for filename.
' pdev
114114 263 0  First In BOOT_RUN_FILE_TREENAME
or use PRIRUN>PRIMOS.SAVE Do not
use configuration and startup files.
100114 263 0  Prompt for Prompt for ﬁlename. Do not use configu-
pdev ration and startup files.
14314 263 1 First In BOOT_RUN_FILE_TREENAME
or use PRIRUN>PRIMOS.SAVE
14514 263 2 First In BOOT_RUN _FILE_TREENAME
or use PRIRUN>PRIMOS.SAVE
14134 273 0  First In BOOT_RUN_FILE_TREENAME
or use PRIRUN>PRIMOS.SAVE
14154 22g 0 First In BOOT_RUN_FILE_TREENAME
or use PRIRUN>PRIMOS.SAVE
14174 234 0 First In BOOT_RUN_FILE_TREENAME
or use PRIRUN>PRIMOS.SAVE
16005 145 MT0 Ontape Prompt for filename,

J

Note  You can use the VCP command, STAT, to set whether or not you want the system to
autoboot and to set the default boot option word. See the STAT command in Chapter 8.
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Preventing Logins

System Shutdown

This chapter discusses the following general procedure for shutting down the
system:

Prevent additional logins with the MAXUSR 0 command.

Warn users of the impending shutdown with the MESSAGE command.
Shut down all subsystems, such as Batch, FTS, and the Spooler.

Issue a final warning message with the MESSAGE command.
Forcibly log out remaining users with the LOGOUT ALL command.
Shut down the network with the STOP_NET command.

Shut down DSM with the STOP_DSM command.

Check that users are logged out with the STATUS USERS command.
Shut down PRIMOS with the SHUTDN ALL command.

Shut down the equipment.

¥ NN W=
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To help prevent damage to the file system, shut down PRIMOS (with the SHUTDN ALL
command) before removing system power with the ON/INITIATE SHUTDOWN button.

An annotated example of the shutdown process follows the discussions of each

of the steps in the shutdown procedure.

This chapter also discusses emergency shutdowns caused by temperature,
airflow, and software sensors.

As the first step of your shutdown procedure, use the MAXUSR command with

an argument of zero:

OK, MAXUSR O
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The MAXUSR 0 command prevents users from logging in while you are
shutting down the system. MAXUSR 0 does not log out users who are currently
logged in, but it does prevent logged-in users from starting phantoms. MAXUSR
0 also prevents the Batch monitor from starting new Batch jobs. Batch jobs that
are currently running continue to run to completion, unless they are forcibly
logged out or the Batch subsystem is stopped.

Warning the User Community

Note

Before shutting down PRIMOS or forcibly logging out users, use the MESSAGE
command to warn the user community of the impending shutdown. Warning
users ahead of time is not only a matter of courtesy; it also helps prevent the loss
of data in case a user is modifying a file but has not yet saved it to disk.

If the shutdown is scheduled far in advance, you should provide an hour’s
warning. If the shutdown is unplanned, try to provide at least a five-minute
warning.

When using the MESSAGE command, be sure that you do not include the supervisor
terminal’s kill character in the text of the message. Doing so prevents words before the
kill character from being sent. To find out your terminal’s kill character, use the TERM
~DISPLAY command.

Contacting Local Users

To contact local users, use the following MESSAGE command format:
MESSAGE ALL -NOW -FORCE

After you enter the command, you may type a message up to 80 characters long.
The message is sent when you press RETURN at the end of the message line.

The -NOW option displays the message immediately on the user’s screen,
instead of when the user returns to PRIMOS command level. The -FORCE
option ensures that the message is delivered to anyone who has used the
—-DEFER or -REJECT option of the MESSAGE command.

For example, use a message similar to the following to warn users:

OK, MESSAGE ALL -NOW -FORCE

SYSTEM SHUTTING DOWN IN 5 MINUTES FOR BACKUPS. PLEASE LOG OUT SOON.
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Repeat the message at intervals of one or two minutes. If anyone has a valid
reason to use the system for a few minutes, delay the shutdown if possible.
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Always explain why the system is shutting down, especially in case of
emergencies.

Conlacting Remote Systems

If your system is part of a network, you should also warn operators of remote
systems, in case remote users ask their operators why they cannot access your
system. To contact remote operators (all of whom have User 1 as their user
number), use the following command format:

MESSAGE -1 -NOW -ON systemname
systemname is the name of the remote system, as shown in a STATUS

NETWORK command. For example, if your system is named SYSA and you
want to contact the operator of SYSD, use a message similar to the following:

OK, MESSAGE -1 -NOW -ON SYSD

SYSA SHUTTING DOWN IN 5 MINUTES FOR BACKUPS. WILL RESTART IN 1 HOUR.

For more information on the MESSAGE command, see the Operator’s Guide to
System Commands or the PRIMOS Commands Reference Guide.

Shutting Down Subsystems

Before shutting down PRIMOS, stop all subsystems so that
¢ They can shut down in an orderly manner

® Pending jobs or requests do not start executing while you are performing
the PRIMOS shutdown procedure

The next three sections show how to shut down the Batch, Spooler, and FTS
subsystems. For other subsystems, refer to the administrator manual or operator
manual shipped with the subsystem.

Shutting Down the Batch Subsystem

Use the BATCH -STOP command to stop the Batch subsystem and allow the
Batch monitor (a phantom named BATCH_SERVICE) to log itself out
gracefully.
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The command results in two messages being sent to the supervisor terminal:

e The first acknowledges the stop request.

o The second notifies you of the Batch monitor’s logout.

The following example illustrates how to stop the Batch subsystem:

OK, BATCH -STOP

[BATCH Rev. 23.0 Copyright (c) 1990 Prime Computer, Inc.]
Stop request issued.

OK,

*%* BATCH_SERVICE (user 106 on SYSA) at 18:24

Operator stop.

Phantom 106: Normal logout at 18:24

Time used: 12h 46m connect, 02m 56s CPU, 00m 57s I/0O

When the Operator stop. message is displayed, the monitor has logged out
and the Batch subsystem is no longer running. Batch jobs that were running
when you stopped the monitor, however, continue running.

Shutting Down the Spooler Subsystem

The PROP —STOP command logs out the despooler phantoms, thus preventing
the Spooler subsystem from printing any more spooled files. To preserve the
integrity of the Spooler database, allow sufficient time for the phantoms to log
out.

The format of the PROP -STOP command is as follows:

—FINIS
PROP environment —STOP <—IDLE

-NOwW

environment is a name listed as started in the output of a PROP —STATUS
command.

—FINISH (the default) shuts down the phantom after the current file has finished
printing. ~-IDLE shuts down the phantom when it has no more files to print.
—NOW shuts down the phantom immediately; if a file is being printed, the
printing stops and the file is returned to the spool queue.

Use the following procedure to shut down the Spooler subsystem:
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1. Use the SPOOL -LIST command to determine if any large files are being
printed. If so, you must decide whether to let the files finish printing or
abort their printing by using the PROP —~ABORT command. Note that you
cannot abort a file that is being printed on a remote system.

2. Use the PROP -STATUS command to see which despooler phantoms are
running.
3. Use a PROP -STOP command for each of the despooler phantoms.

The following example shows a despooler phantom named COURIER being
stopped:

OK, PROP -STATUS

[PROP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
COURIER Idle

OK, PROP COURIER -STOP

[PROP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
OK,

*** COURIER (user 104 on SYSA) at 18:20

Environment for COURIER stopping

Phantom 104: Normal logout at 18:20

Time used: 01h 13m connect, 0lm 25s CPU, 00m 52s I/O

Shutting Down FTS

When shutting down FTS (File Transfer Service), use the appropriate FTOP
commands instead of the LOGOUT ALL command. To preserve the integrity of
the FTS database, allow sufficient time for the FTS servers and manager to log
out.

Use the following procedure to shut down FTS:

1. Use the FTOP -LIST_SRVR_STS command to determine the name and
status of the FTS servers.

2. Use an FTOP -STOP_SRVR command for each active FTS server.
3. Use the FTOP —-STOP_MNGR command to stop the FTS manager.
The following example illustrates the use of the FTOP commands to shut down

the FTS subsystem. In the example, the FTS server is running under the name
FTP and the FTS manager is running under its default name of YTSMAN.

OK FTOP -LIST SRVR STS
[FTOP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
Status of server FTP

G Server is running, user number : 111, queue : FTSS$1
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OK, FTOP -STOP_SRVR FTP

[FTOP Rev. 23.0 Copyright (c¢) 1990, Prime Computer, Inc.]
Server notified to stop.

OK,

*%** FTP (user 111 on SYSA) at 18:28

18:28:07: FTS Server FTP closed down on Monday, 7 May 1990

*%% FTP (user 111 on SYSA) at 18:28
18:28:09: Server shutdown by operator.

Phantom 111: Normal logout at 18:28
Time used: O0Oh 04m connect, 00m 09s CPU, 00m 05s I/0

FTOP -STOP_MNGR

[FTOP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
Manager notified to stop.

OK,

**% YTSMAN (user 110 on SYSA) at 18:30

YTSMAN c¢losing down - Operator requested shutdown.

Phantom 110: Normal logout at 18:30
Time used: O00h 04m connect, 00m 10s CPU, OOm 0O4s I/O

Forcing Logouts

About a minute before shutting down PRIMOS, send a final message notifying
users of an immediate shutdown. After waiting a minute or so, log out any
remaining users.

If a user ignores your request to log out, use the following LOGOUT command
format from the supervisor terminal to forcibly log out that user:

LOGOUT -usernumber

usernumber is the decimal number of the phantom or terminal user being
disconnected. The number must be preceded by a hyphen (for example,
LOGOUT -37). Use the STATUS USERS command to list user numbers.

If the user is a local terminal using a remote process, the user terminal is
reconnected to its local process. If the user is a remote terminal using a local
process, the process is first logged out and returned to the pool of free
remote-login processes and then the remote terminal is disconnected from the
local system and connected to its own system.
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System Shutdown

PRIMOS allows a logged-out process a maximum of two minutes to complete any
sensitive processing, such as closing files or retuming a database to a consistent state.
Therefore, when forcibly logging out users or phantoms, keep in mind that the process
may not be logged out immediately.

With a few exceptions, you can forcibly log out all remote, local, and phantom
users at once with the LOGOUT ALL command. The main exceptions are the
following:

e User 1 (SYSTEM), the supervisor terminal.

o NETMAN, the PRIMENET server process that allows systems in a
network to communicate with each other. Use the STOP_NET command to
log out NETMAN and shut down the network gracefully.

e RT_SERVER, the Route-through server that controls the virtual circuit
gateways between indirectly connected nodes. The STOP_NET command
also logs out this server.

e LOGIN_SERVER, the server that handles any logged-out request,
including logins. The STOP_LSR command logs out this server.

e LOGOUT_SERVER, the server that cleans up the environment of a
process that is logging out.

e NAME_SERVER, the process that maintains the common file system
name space.

e TIMER_PROCESS, the process used by PRIMOS for timing purposes.

e The DSM phantoms. Use the STOP_DSM command to log out the DSM
system manager (SYSTEM_MANAGER), the DSM server (DSMSR), the
application server process (DSMASR), the DSM logging server
(DSM_LOGGER), and, if your system is networked, the DSM network
server (DSMNETSR).

e AUDITOR, the server used by the optional Security Monitor facility.
e NTS_SERVER, the NTS connection manager.

The LOGOUT ALL command also causes an implicit MAXUSR 0 to be
performed. Therefore, no users can log in until MAXUSR is reset.

Issue the commands LOGOUT ALL, STOP_NET, and STOP_DSM prior to the
SHUTDN ALL command, to allow a more orderly shutdown of PRIMOS. Use
the STATUS USERS command to make certain that all users (with the above
exceptions) have in fact been logged out before you issue the SHUTDN ALL
command. Two or three minutes should be sufficient.
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Note

To ensure an orderly shutdown of all subsystems (such as Batch and the Spooler), you
should use the appropriate shutdown command for those subsystems, instead of using
only the LOGOUT ALL and SHUTDN ALL commands.

Shutting Down PRIMENET

OK,

If you have PRIMENET operating on your system, use the STOP_NET
command to shut down the network, as in the following example:

STOP_NET

[Stop_Net Rev 23,0 Copyright (c) 1990, Prime Computer, Inc.]
Really? YES

OK,

*%* Network shutting down! #**=*

Shutting Down DSM

Note

Shutting down DSM should be the last act in a system shutdown, just as starting

DSM should be the first act in starting up PRIMOS. By shutting down DSM last,
you ensure the logging of all network and system event messages resulting from
the shutdown of other subsystems. Although stopping PRIMENET before DSM

may interrupt a DSM remote logging transaction, it is more important that errors
occurring from shutting down PRIMENET are logged.

Although Prime recommends that you shut DSM down with the STOP_DSM command
just before shutting down PRIMOS, you may omit this step and let the SHUTDN ALL
command shut down DSM. You may wish to do this if, for example, you wish to log all
messages associated with the shutdown, particularly the final message, SHUTDOWN BY
AN OPERATOR, with its associated time stamp.

Use the STOP_DSM command to shut down DSM. To ensure a graceful
shutdown of DSM, wait until all DSM phantoms are logged out before issuing
the SHUTDN ALL command.

The following example shows DSM being shut down and the DSM phantoms
logging out.

OK, STOP_DSM
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[STOP_DSM Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
[16 AUG 90 18:27:56 Thursday]
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DSM shutdown in progress.

OK,

Phantom 98: Normal logout at 18:27

Time used: 04h 09m connect, 00m 38s CPU, 00m 0ls I/O.

Phantom 101: Normal logout at 18:27
Time used: 04h 09m connect, 00m 06s CPU, 00m 0O4s I/O.

Phantom 99: Normal logout at 18:27
Time used: 04h 09m connect, 00m 51s CPU, 00m 20s I/O.

Phantom 100: Normal logout at 18:27
Time used: 04h 09m connect, 00m 23s CPU, 00m 1lls I/O.

Shutting Down PRIMOS

After using the LOGOUT ALL command and shutting down the network, DSM,
and any other phantoms, shut down PRIMOS with the following two-step
procedure:

(ﬁ\ 1. Use the STATUS USERS command to make sure all terminal users are
‘ logged out and all subsystems are shut down.

2. When you are sure nothing is still running, shut down the system with the
SHUTDN ALL command. Answer YES to the command’s REALLY?
prompt.

After shutting down PRIMOS, you can either leave the system power on or turn
it off, as described in the next section.

The following example illustrates the PRIMOS shutdown process with the above
two-step procedure:

OK, STATUS USERS

Line
User No oct( dec) Devices
SYSTEM 1 asr <SYSa>
TIMER PROCESS 89 kernel <SYSA>
LOGIN_SERVER 90 LSr <SYSA> (3)
LOGOUT_SERVER 91 kernel <SYSA> (SYSTEM IDLE)

OK, SHUTDN ALL

(;.m REALLY? YES
WAIT,
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PRIMOS NOT IN OPERATION
*** From PRIMOS: Shutdown process completed, system halting.

DPM400: Primary CPU halted at 000006/004577: 005262
16 Aug 90 18:35:17 Thursday

CP1>

Shutting Down Equipment

After you have shut down PRIMOS, shut down equipment in the reverse order
of system startup:

1. Make sure that the DPM400 and DPM401 messages are displayed and the
PROCESSOR A HALT light is lit.

2. Press the ON/INITIATE SHUTDOWN button to put the power system in
the STANDBY state.

Example of a System Shutdown

The following example illustrates a system shutdown. The system in the example
is using the PRIMENET, Batch, Spooler, and FTS subsystems.

1. Use the MAXUSR 0 command to prevent new users from logging in:

OK, MAXUSR 0
OK,

2. Use the MESSAGE command to inform local users and operators of
remote systems that a system shutdown will take place soon:

OK, MESSAGE ALL -NOW -FORCE

THE SYSTEM IS SHUTTING DOWN IN 5 MINS. PLEASE LOG OUT.
OK, MESSAGE -1 -NOW -ON SYSB

SYSA SHUTTING DOWN IN 5 MINS.

OK,

3. Shut down the despooler phantom (named COURIER) used for the system
printer :

OK, PROP -STATUS
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[PROP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
COURIER Idle

OK, PROP COURIER -STOP

[PROP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
OK,

*%**%* COURIER (user 104 on SYSA) at 18:20

Environment for COURIER stopping

Phantom 104: Normal logout at 18:20
Time used: O0lh 13m connect, 0lm 25s CPU, OOm 52s I/O

4. Shut down FTS by stopping the FTS server (named FTP) and the FTS
manager (YTSMAN):

OK, FTOP -STOP_ SRVR FTP
[FTOP Rev. 23.0 Copyright (c) 1990, Prime Computer, Inc.]
Server notified to stop.

*%% FTP (user 111 on SYSA) at 18:28
18:28:07: FTS Server FTP closed down on Monday, 4 May 1987

*%% FTP (user 1lll on SYSA) at 18:28
18:28:09: Server shutdown by operator.

Phantom 111: Normal logout at 18:28

Time used: OOh 04m connect, 00m.09s CPU, OOm 05s I/OOK,
FTOP -STOP MNGR

[FTOP Rev. 23.0 Copyright (c¢) 1990, Prime Computer, Inc.]
Manager notified to stop.

**% YTSMAN (user 110 on SYSA) at 18:30
YTSMAN closing down - Operator requested shutdown.

Phantom 110: Normal logout at 18:30
Time used: OOh 04m connect, 00m 10s CPU, 00m 04s I/0

5. Shut down the Batch subsystem:

OK, BATCH -STOP
[BATCH Rev. 23.0 Copyright (c¢) 1990, Prime Computer, Inc.]
Stop req<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>